VII. Regulating the Blockchain Revolution: A Financial Industry Transformation

A. Introduction

The development of Bitcoin and its underlying distributed ledger system, the Blockchain, was a monumental revolution in transaction technology.\(^1\) Using Bitcoin, any two parties can organize an instant, peer-to-peer exchange of money almost anywhere in the world without requiring the services of a financial institution.\(^2\) At first glance, Bitcoin appeared to sound a death knell for today’s financial services industry.\(^3\) However, industry leaders have quickly responded by attempting to adopt the disruptive technology to supplement their existing services, rather than be displaced by it.\(^4\) In particular, financial technology (FinTech) firms and leading financial institutions have invested millions of dollars in distributed ledger technology (DLT), systems modeled after the Blockchain, to increase efficiency and reduce transactions costs.\(^5\) DLTs have been described as the “internet
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of value” where “every kind of asset, from money to music, could be stored, moved, transacted, exchanged and managed, all without powerful intermediaries.”6 While U.S. financial services firms are eager to supplant legacy bank infrastructure with DLTs, the industry faces scarce regulatory guidance for combating operational and systemic risks.7

This article will evaluate the impact of distributed ledgers on the U.S. financial industry. Section B provides a historical background of how transactions have been handled before and after the introduction of DLTs. Section C demonstrates specific DLT uses and their respective impacts on the U.S. financial services industry. Next, Section D examines the history of DLT regulation. Finally, Section E reviews current proposals for regulating DLTs.

B. Background

1. Transactions Today: Centralized Intermediaries

In today’s financial system, trusted, centralized intermediaries must verify every transaction we initiate.8 For example, when using a credit card to buy goods online, merchants receive payment only after


their credit card network and bank process the transaction. Over 90 percent of the total value of these electronic payments in the United States settle through the Automated Clearing House (ACH) Network. ACH payments typically take one business day to process. Although the ACH has introduced a new rule to allow same day settlement, banks will still likely “charge [consumers] a premium for processing same-day transactions.”

Investors in the stock market must rely on the Depository Trust & Clearing Corporation (DTCC) to settle the “vast majority of [their] securities transactions.” Security transactions take at least three business days to settle through the DTCC. Since financial institutions do not share their internal databases detailing who owns which assets, intermediaries like the ACH Network and DTCC must query the databases of all institutions involved before clearing the
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transaction. The process takes time and labor, which results in fees to consumers and merchants.

2. The Future: Blockchain and Distributed Ledger Technology

In contrast, parties who transact in Bitcoin share a single public database of real-time ownership of assets—the Blockchain—so reliance on costly, time-consuming intermediaries to confirm title (here, a party’s Bitcoin balance) and to settle transactions is unnecessary. Anyone can access the real-time history of transactions on the Blockchain. The master ledger is constantly replicated across a network of computers, so there is “no central database that can be hacked.” For every transaction, “a record of the change in ownership is immediately inscribed on the [B]lockchain, and payment and settlement of the trade occur simultaneously.” The Blockchain’s cryptography prevents retroactive modifications to the transaction


16 See RAPOPORT ET AL., supra note 8, at 37 (“In the current payments ecosystem, merchants pay a fee for accepting electronic payments called the merchant discount rate (MDR).”).

17 “A blockchain is a ledger of transactions between parties on a network. The difference between a blockchain and a traditional database is that the ledger is ‘distributed.’ That is, each party on the network maintains a complete copy of the same ledger. The parties all participate collectively in the validation and recordation of transactions on the ledger via a computerized consensus protocol.” Santori, supra note 15.

18 Id.


21 Petrasic & Bornfreund, supra note 19.
Most importantly, the Blockchain removes the need to trust intermediaries like private banks and central banks in verifying transaction data because “information regarding each transaction is transparently held in a digitally shared database in the cloud.”

The Blockchain does have its limitations, since it is only designed to record the movement of a single asset type: Bitcoins. As a result, FinTech firms have looked beyond Bitcoin to develop distributed ledgers capable of transferring currencies, securities, and digital assets using the underlying framework of the Blockchain as a model. As an alternative to public DLTs like the Blockchain, developers have also created private and consortium DLTs.
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28 A public DLT is one “that anyone in the world can read, anyone in the world can send transactions to and expect to see them included if they are valid, and anyone in the world can participate in the consensus process—the process for determining what blocks get added to the chain and what the current state is.” Vitalik Buterin, *On Public and Private Blockchains*, ETHEREUM BLOG (Aug. 7, 2015), https://blog.ethereum.org/2015/08/07/on-public-and-private-blockchains/ [https://perma.cc/N87S-MCK2].

29 Private DLTs are those “where write permissions are kept centralized to one organization. Read permissions may be public or restricted to an arbitrary extent. Likely applications include database management, auditing, etc internal to a single company, and so public readability may not be necessary in many cases at all, though in other cases public auditability is desired.” *Id.*
provide many advantages over traditional transaction systems, namely: “security, transparency, full life-cycle transaction history, real-time [transactions], immutability and cost efficiency.”

The appeal of distributed ledgers is also apparent when considering the transaction costs of today’s financial industry. Santander InnoVentures estimates using DLTs to facilitate cross-border payments, securities trading, and regulatory compliance could save the financial sector up to $20 billion per year by 2022. However, whether FinTech startups will replace historical financial service leaders, or if the leading financial service firms will successfully adapt DLTs to their current business models, is still unclear. Some believe it is only a matter of time before “broader financial services and banking industries [will] shift to [B]lockchain and network-based approaches.”

C. Potential Uses and Impacts of DLTs

The following subsections introduce and discuss the impact of three potential DLT uses: (1) reducing costs in cross-border payments, (2) providing the technological backbone for self-executing “smart contracts,” and (3) improving regulatory compliance.
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1. Reduced Costs in Cross-Border Payments

One of the groundbreaking uses of DLT is its ability to facilitate inexpensive cross-border payments. To transfer payments overseas, banks currently maintain foreign currency reserves in correspondent accounts in overseas banks. When a bank has no correspondent account in the terminal country, it must use costly intermediary banks to broker the transaction. Most banks rely on the Swift network to facilitate their cross-border transactions in a “secure, standardized and reliable environment.”

At the center of improving cross-border payments with DLT is FinTech start-up Ripple. Ripple uses DLT to allow banks and payment networks to send real-time, cross-border payments. Ripple removes the need for banks to maintain capital-intensive correspondent accounts in overseas banks. Ripple’s public algorithm “automatically matches . . . payment with the best-possible FX
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One suggested use is lowering the fees of remittances.\textsuperscript{46} Using Ripple, banks can save 60 percent of their total processing costs on a $500 payment, significantly increasing the amount of money available to remittance recipients.\textsuperscript{47}

Some believe Ripple’s distributed ledger could eventually replace the Swift network for interbank payments.\textsuperscript{48} Morgan Stanley has stated that adopting a Ripple-like payment system could “shorten settlement periods, speed up transactions and reduce the risk of fraud.”\textsuperscript{49} Morgan Stanley considers Ripple to be a leading international payment alternative to Swift.\textsuperscript{50}

2. **Self-Executing “Smart Contracts”**

Another highly touted DLT innovation is the smart contract.\textsuperscript{51} Ethereum, a well-known leader in smart contracts, allows users to execute transactions based on messages transferred on a DLT.\textsuperscript{52} For example, vehicle financing companies have contemplated using smart contracts to keep track of car finance payments.\textsuperscript{53} When a customer fails to make a timely payment, a smart contract could automatically
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transfer title back to the financing company and prevent a vehicle from starting.\textsuperscript{54} In the future, smart contracts could eliminate the need for financial clearing houses and escrow agents because financial markets could trade “fully-digital assets across blockchain networks, with the terms of those trades enforced by code.”\textsuperscript{55}

3. Improving Regulatory Compliance

Distributed ledgers also have a use in improving regulatory compliance.\textsuperscript{56} Transaction records on the ledger would “create an audit trail for regulators to verify compliance” in real time.\textsuperscript{57} For example, regulators could have used DLT records to allow for a “far prompter, better-informed and more calibrated regulatory intervention [to the financial crisis in 2008] instead of the disorganized response that unfortunately ensued.”\textsuperscript{58} Financial institutions could use public ledger history to significantly reduce the time dedicated to anti-money laundering and know-your-customer procedures when onboarding new clients.\textsuperscript{59}

D. Current Regulation: Virtual Currencies

Currently, regulation is not targeted at DLTs themselves, but rather at the use of virtual currencies on such DLTs.\textsuperscript{60} While virtual currencies are not necessary for a DLT to operate, they do serve a

\textsuperscript{54} Id.
\textsuperscript{57} Id.
\textsuperscript{59} Moyce, \textit{supra} note 56.
\textsuperscript{60} Eric Sibbitt et al., \textit{Blockchain and Financial Services: Hype or Herald?}, LEXOLOGY (Nov. 8, 2016), http://www.lexology.com/library/detail.aspx?g=ff07a4e6-e120-4fc5-adeb-c3f122e947ce [https://perma.cc/2FK8-E5EE].
variety of complementary functions. For instance, Ripple’s XRP currency: (1) operates as a bridge currency in foreign exchange transactions, (2) imposes costs on ledger spamming, and (3) awards activities seen as beneficial to the distributed ledger network.

At the federal level, Financial Crimes Enforcement Network (FinCEN), the Commodity Futures Trading Commission (CFTC), and the Internal Revenue Service (IRS) regulate virtual currencies as currency, commodities, and property, respectively. The inconsistent legal status of virtual currencies is a barrier to DLT adoption in the United States because developers are unable to determine how to “transfer[] and grant[] security over interests in such assets;” judge their “treatment in insolvency;” or apply “insolvency protection.”

At the state level, few legislatures have adopted a regulatory framework for virtual currencies. New York is at the forefront regulating FinTech firms through its BitLicense charter, which regulates firms dealing in virtual currencies. New York granted its second BitLicense to Ripple on June 13, 2016.

E. Future Regulation: Distributed Ledgers

Very little regulatory guidance exists on distributed ledgers themselves, which are predicted to have a much “greater impact than the virtual currencies derived from [them].” The Financial Stability
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Oversight Council\textsuperscript{71} has noted DLTs may provide numerous benefits
to the financial services industry, but the innovation may also “pose . . . risks which market participants and . . . regulators will need to monitor.”\textsuperscript{72} Distributed ledgers have introduced two concerns: operational risks and systemic risks.\textsuperscript{73} One example of operational risk is DLT’s susceptibility to a 51 percent attack.\textsuperscript{74} These attacks “come from parties who control at least 51% of the computing power that the . . . system uses to validate transactions and create the blockchain (or transaction ledger).”\textsuperscript{75} As for systemic risk, regulators worry about the stability of the financial system as distributed ledgers “reduce the importance of . . . centralized intermediaries.”\textsuperscript{76} Regulators concede “vulnerabilities associated with [DLTs] may not become apparent until they are deployed at scale.”\textsuperscript{77}

This lack of regulatory clarity is holding back real-world DLT implementation in financial services.\textsuperscript{78} In a DLT world, transactions will settle instantly without the need for centralized intermediaries.\textsuperscript{79} Therefore, regulators will need to revisit contemporary rules, which are premised on the necessity of these intermediaries.\textsuperscript{80} For example, DLT companies are unsure whether to


\textsuperscript{74} Id. at 861.

\textsuperscript{75} Id.

\textsuperscript{76} Fin. Stability Oversight Council, supra note 72.

\textsuperscript{77} See id.


\textsuperscript{79} See Engler, supra note 7.

\textsuperscript{80} Fin. Stability Oversight Council, supra note 72.
apply the “settlement finality” rules of the Securities Exchange Commission (SEC) or the CFTC.

In response to regulatory uncertainty, Congress and federal agencies are currently considering four competing regulatory proposals: (1) sandbox regulation, (2) do no harm and principles-based regulation, (3) regulation by a single, centralized agency authority, and (4) regulation by federal charter.

1. **Sandbox Regulation and The Do No Harm Approach**

In a move to prevent a loss of FinTech business to the United Kingdom’s “sandbox” regulatory regime, U.S. House Representative Patrick McHenry introduced a bill proposing an American sandbox approach to regulating FinTech firms in September 2016. Sandbox style regulation would allow DLT firms to work side-by-side with regulators to “test a new product or business model with a limited launch, without going through the full regulatory process.” The bill calls for several federal agencies to establish “Financial Services Innovation Offices” within their respective agencies, which would work in concert to approve FinTech products and services. Innovators would need to prove to regulators that their product serves a public interest, improves access to financial products or services, and does not pose systemic risk to consumers or the financial system.

A sandbox approach would allow DLT developers to request changes to existing rules at any participating agency. Sandbox
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regulation also ensures regulators would stay in sync with the pace of new DLT products. However, a multi-agency approach to regulation has proven to be difficult in the past, as evidenced by the slow pace of rulemaking by multiple agencies for the Dodd-Frank Act. DLT proponents are concerned industry “popularity could overwhelm . . . regulators,” further delaying the approval process.

2. Do No Harm: Principles-Based Approach

CFTC Commissioner J. Christopher Giancarlo has endorsed a regulatory model somewhat similar to sandbox regulation—the “do no harm” approach. Giancarlo believes the “do no harm” approach to the Internet, where the U.S. government allowed the private sector to take the lead in early innovation, would serve as a good model for distributed ledger adoption. Under this regulatory framework, companies would “not have to seek government’s permission, only its forbearance, to develop DLT [products] . . . .” However, Giancarlo goes a step further than sandbox regulation by calling upon cooperation between U.S. and international regulatory bodies to formulate principle-based rules to provide “flexibility, certainty and harmonization necessary for [DLT] to flourish.” Under principle-based regulation, regulators would forgo “rigid application of existing rules designed for a bygone technological era” and foster a “predictable, consistent and straightforward legal environment . . . .” for DLT innovators.
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3. OCC Office of Innovation

On March 31, 2016, the Office of the Comptroller of the Currency (OCC) released its Reasonable Innovation whitepaper, proposing creation of a centralized “Office of Innovation” within the OCC.\(^{97}\) The office would be a one-stop-shop for DLT developers to “vet ideas before . . . mak[ing] a formal request or launch[ing] an innovative product or service.”\(^{98}\) The OCC believes meetings between innovators and OCC officers could address early “supervisory, policy, legal or precedent-setting issues, or concerns.”\(^{99}\)

Supporters argued the office could improve communication between innovators and the OCC, possibly lowering the inconsistencies and inefficiencies of the current procedure where banks individually contact examiners or agency experts for different subject matters.\(^{100}\) One FinTech firm welcomed the idea of the office because it could quickly identify risks, communicate such risks to the federal banking sector, and articulate mitigation procedures for such risks.\(^{101}\)

Some feared the Office of Innovation could become a “gatekeeper that innovative companies must receive approval from to participate in the market.”\(^{102}\) Fearing increased regulatory fragmentation, some companies asked the OCC to collaborate with
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other regulatory agencies in the United States and abroad. Others requested the OCC to ensure the new office keeps channels of communication open with nonbank innovators.

On October 26, 2016, the OCC announced it would establish its proposed Office of Innovation and implement a formal regulatory framework for financial innovation companies. The Office of Innovation’s framework will fulfill five core functions: it will “(1) serve as a central point of contact and facilitate responses to inquiries and requests; (2) conduct outreach and provide technical assistance; (3) enhance awareness, culture and education; (4) monitor the evolving financial services landscape; and (5) collaborate with domestic and international regulators.”

In response to fears the office would “result[] in another regulatory hurdle or . . . silo” the OCC determined “a stand-alone office reporting directly to the Comptroller’s Office would be the most effective option for implementing [its] framework.” Office of Innovation staff will be placed in New York, San Francisco, and Washington, D.C. Occasional outreach events and “office hours” will take place in technology hubs like Austin, Raleigh-Durham, and Seattle. In terms of concrete technical assistance offered, the new office will provide guidance on “regulatory principles, process, and expectations” and “design[] ‘rules of the road’ material for nonbanks.” The Office of Innovation has plans to leverage existing interagency channels with domestic regulators, like the Consumer Financial Protection Bureau, and international regulators, such as the
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United Kingdom’s Prudential Regulatory Authority and Financial Conduct Authority.\footnote{Id. at 13–14.}

\section{OCC FinTech Charter}


FinTech firms have lobbied for a limited-purpose federal charter to avoid compliance with different regulatory regimes of every state in which they operate.\footnote{Lalita Clozel, \textit{State Regulators Balk at OCC Fintech Charter}, \textit{AM. BANKER} (Aug. 19, 2016), http://www.americanbanker.com/news/law-regulation/state-regulators-balk-at-occ-fintech-charter-1090823-1.html [https://perma.cc/V2Q6-3Q2R].} State regulators oppose the OCC’s proposed FinTech charter because “a federal charter could be seen as validating business models on a national basis before they have proven they can withstand a crisis.”\footnote{Id.} State regulators are also concerned a federal charter would preempt state “authority to enforce consumer protection and licensing laws.”\footnote{Id. (“Massachusetts Commissioner of Banks David Cotney also said a federal charter could trump state consumer protection and licensing rules, which would be ‘the beginning of a race to the bottom.’”).} Governor Lael Brainard of the Federal Reserve has indicated “new business models associated with evolving financial technologies ha[ve] raised questions about the applicability of existing licenses and their adequacy to new business models.”\footnote{Lael Brainard, Governor, Bd. Governor Fed. Res. Sys., At the Institute of International Finance Annual Meeting Panel on Blockchain, Washington, D.C., http://www.iif.com/2016-events-2016-09-21.html [https://perma.cc/D658-5YB9].}
In the October 26, 2016 press release approving of the creation of the Office of Innovation, the OCC explained there remains “no determination regarding chartering of [nonbank financial technology companies].”

G. Conclusion

Given the lack of any formalized regulatory structure in the federal government, it remains to be seen which approach to regulation will be the most effective. More research is needed to determine what substantive regulations will be best for balancing risk and innovation. One area of potential interest will be the difference in regulation of private, public, and consortium DLTs, all which have varying degrees of privacy and decentralization. This research must be done quickly. The United Kingdom has already implemented a sandbox approach to FinTech regulation. New York needed two years to write and implement substantive regulations for virtual currencies. The United States cannot wait two years if it wants to gain first mover advantage in developing a robust regulatory regime for DLT innovation.
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