GUIDE

INFORMATION MANAGEMENT, PRIVACY AND SECURITY

Data Protection Standards

RESPONSIBLE OFFICE
Information Security

- Data Classification Policy
- Data Access Management Policy *(This policy supersedes the previous versions entitled “Data Management Guide”)*
- Identity and Access Management
- Data Lifecycle Management Policy *(This policy supersedes the previous versions entitled “Data Protection Requirements”)*
- Minimum Security Standards
- Cybersecurity Training, Compliance, and Remediation Policy *(This policy supersedes the previous versions entitled “Education, Compliance, and Remediation”)*

END OF POLICY TEXT
Additional Resources Regarding This Policy

Related Policies

- Data Protection Standards
- Sensitive Data Incident Response
- FERPA Policy
- HIPAA Policy
- Listing of related BU TechWeb Policies
- Access to Electronic Information Policy
- Digital Privacy Statement
- Conditions of Use and Policy on Computing Ethics
- Network Security Monitoring Policy
- Information Security Policy

- Listing of related BU TechWeb Policies

BU Websites

- Information Services & Technology

BU Resources

- Additional Guidance on Data Protection Standards
  - 1.2.D.1 – Destruction of Paper Records and Non-Erasable Media -CD-ROMs, DVDs (Data Protection Standards Guidance)
  - 1.2.D.2 – Destruction of Individual Files on Reusable Media (Data Protection Standards Guidance)
  - 1.2.D.3 – Securely Erasing Entire Reusable Storage Devices (Data Protection Standards Guidance)
  - 1.2.D.4 – Physically Destroying Reusable Storage Devices (Data Protection Standards Guidance)