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The Open Group Architecture Framework (TOGAF)
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Tool Sets — Auditing and Discovery
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Architecture Principles, Vision, and Raquirements
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Process and Framework

Architecture Architecture Transition Architecture
Context Definition Planning Governance

Inmal
Iteration 1 Iteration n | lteration 1 lteration n | Iteration 1

lteration 2

Freliminary Informal Informal Informal |
| Architecture 'u'lsmn Informal | Informal  Informal | Informal | Informal
_Euslnass " Baseline  Informal - Informal | Informal m_
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Informal: potential activity for the iteration, not fermally mentioned in the method
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Traffic Flows and User Communities
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Flow Mapping and Traffic Direction
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Dependency Mapping,
Base lining

Response Time Composition Chart
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Correlations and Deep Packet Inspection

EndaceVision Filters

Packets
wia XKML

NET OPS

Flowe (v5, w8, IPFIX)

Analytics Compliance

Latency events
Bandwidth events
Packet index

EndaceVision Application usage B itore

Multicast gaps

Metwork

Endace Fabric

Metwork intrusions

Vulnerability

Scanning Forensics Compliance

Flowy (w35, w8, IPFIX)

SEC OPS sk

EndaceVision Filters



= l1shnet’

SECURITY

Testing and Load Simulation

Client Can Leverage Across the Following:

Nob tanserunleveragoacrossMANYde\nces

Realistic Blended Application Traffic
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Live Security Attacks

3= 4,500+ Ive security attacks

“i 80+ evasion techniques

+3 Complete Microsoft Tuesday coverage

Converged Traffic

Performance Router Firewall Switch

-3+ 30 Milion simuhtaneous TCP sessions

;..)s g‘l”mm’m;:n psse:x / 74 SSL Accelerator Virtual or Physical Servers,
Server Farm, Data Center

“i 80,000+ SSL sessons/second
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Service Delivery: A Continual Process

SERVICE STRATEGY
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Recap and Considerations

= Network Optimization

= Current Tool Sets

= Applications - Simultaneous Sessions

= Configurations and Policies

* |nbound and Outbound Flows - User Communities
= Resource and Bandwidth Availability

= Storage/Content

» Traffic Direction and Mapping

= Deep Packet Inspection

» [ntegration, Correlations, and Analytics
= Fault Isolation

= Visibility and Predictability

= Accountability - SLA’s

= Synchronization and Interoperability

= Enhancing Operational Efficiencies

= |mproving Service Delivery
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