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INTRODUCTION

The claim of “disease” in a domestic setting has the same kind of power as the claim of “national security” in matters relating to foreign policy. Both claims are very powerful arguments for executive action. Both claims are among those least likely to be questioned by any other branch of government and therefore subject to abuse.1

In 2004, the Technology and Privacy Advisory Committee, appointed by the U.S. Department of Defense “to examine the Terrorism Information Awareness Program and to develop safeguards,” published its recommendations for ensuring that Department of Defense technologies respect U.S. law and privacy values.2 The Committee stated:

There are more than 650 million intelligence intercepts alone every day. One of the most immediate challenges facing U.S. anti-terrorist activities is separating out the “signal” of useful information from the “noise” of all those data. More data are available than there are – or ever could be – analysts to analyze it.

... If conducted without an adequate predicate, [data mining] has the potential to be a 21st-century equivalent of general searches, which the authors of the Bill of Rights were so concerned to protect against.3

The Committee was especially concerned that data legitimately collected with “particularized suspicion”4 to find a suspected terrorist might later be used for different purposes, such as ordinary law enforcement. This type of “mission creep,” as the Committee called it, might not be so legitimate or socially acceptable, and thus would require both specific regulation and careful monitoring to ensure the protection of privacy.5

September 11, 2001, catalyzed a vast surveillance industry of data collection, linkage, and mining.6 The expanded surveillance provoked complaints that this response overstepped the bounds of liberty and privacy.7 Yet outrage was hardly universal, perhaps because most voters believed that they were not under surveillance.8 When The New York Times reported on the National Security Agency’s monitoring of domestic telephone calls, however, public opinion began to change.9

3 Id. at 48-49 (footnote omitted).
4 Id. at 49.
5 See id. at 39-40.
9 See James Risen & Eric Lichtblau, Bush Lets U.S. Spy on Callers Without Courts, N.Y. TIMES, Dec. 16, 2005, at A1. The American Bar Association House of Delegates, reacting to the news story as well as an internal task force report, voted overwhelmingly to urge the Bush administration to comply with the Foreign Intelligence Surveillance Act (FISA), and called on Congress to investigate the domestic surveillance program. ABA TASK FORCE ON
Mission creep is also happening in the health sphere, and public attitudes toward what is now called public health surveillance may follow a similar trajectory. At the end of the nineteenth century, states began requiring physicians to report cases of smallpox and other contagious diseases that could cause epidemics. Polite society believed (or wished to believe) that such diseases were concentrated in the disadvantaged classes, especially among immigrants and prostitutes. The affluent classes could endorse compulsory reporting laws to gain protection from illnesses without suffering the indignity of having their own names reported.


At the end of the nineteenth century, states began requiring physicians to report cases of smallpox and other contagious diseases that could cause epidemics. Polite society believed (or wished to believe) that such diseases were concentrated in the disadvantaged classes, especially among immigrants and prostitutes. The affluent classes could endorse compulsory reporting laws to gain protection from illnesses without suffering the indignity of having their own names reported.

10 Public reaction may be primed by earlier reports that millions of records of identifiable data had been lost by or stolen from credit and background checking companies such as ChoicePoint and Bank of America, as well from educational institutions such as Boston College and Tufts University. See, e.g., Bruce Mohl, Breach in Security Reaches 2d Credit Firm, BOSTON GLOBE, Apr. 14, 2005, at E1 (reporting on security breaches at HSBC North America, Boston College, Tufts University, and Bank of America); Tom Zeller Jr., Breach Points Up Flaws in Privacy Laws, N.Y. TIMES, Feb. 24, 2005, at C1 (reporting on the ChoicePoint breach). Congress has introduced bills to impose stricter standards of privacy and security on such companies. See Mohl, supra (reporting on two pending bills that would create a notification requirement); Zeller, supra (reporting on bills submitted by Senator Dianne Feinstein (D-Cal.) that would create a nationwide notification requirement). In 2006, ChoicePoint settled Federal Trade Commission charges (of violating consumer rights and privacy laws) by paying a $10 million civil fine and $5 million for consumer redress. See Stipulated Final Judgment and Order for Civil Penalties, Permanent Injunction, and Other Equitable Relief at 4, 17, United States v. ChoicePoint Inc., No. 1:06-CV-0198 (N.D. Ga. Feb. 15, 2006), available at http://www.ftc.gov/os/caselist/choicepoint/choicepoint.htm. ChoicePoint, which began by keeping insurance claim records, has introduced new privacy protections. Gary Rivlin, Keeping Your Enemies Close, N.Y. TIMES, Nov. 12, 2006, § 3, at 1. Additionally, the Department of Homeland Security plans to increase cooperation between federal intelligence operations and local law enforcement. Robert Block, Fighting Terrorism by Sharing Data, WALL ST. J., Oct. 16, 2006, at A6.

11 Michigan adopted the first such compulsory reporting law in 1883. JAMES A. TOBEY, PUBLIC HEALTH LAW 133 (3d ed. 1947). By the mid-twentieth century, all states had adopted laws requiring physicians (and often hospitals, laboratories, and other health facilities) to report “notifiable,” “communicable,” or “dangerous” diseases to the state or local health department. Id.

12 See generally JAMES A. MORONE, HELLFIRE NATION: THE POLITICS OF SIN IN AMERICAN HISTORY (2003) (describing how the same groups have been blamed for the spread of disease, violence, laziness (unwillingness to work), and sexual depravity throughout U.S. history).

13 Turn of the century physicians initially objected to reporting on their paying patients, believing it would violate physician-patient confidentiality or stigmatize their medical practice. However, most reported on charity patients. See C.-E.A. WINSLOW, THE LIFE OF HERMANN M. BIGGS: PHYSICIAN AND STATESMAN OF THE PUBLIC HEALTH 134 (1929).
Today, almost everyone, regardless of station, could be subject to public health surveillance. The scope of public health surveillance has grown significantly beyond its contagious disease origins. Public health organizations now recommend compulsory reporting of more than sixty infectious diseases, twenty-nine genetic conditions (for newborns), almost all types of cancer, and other chronic diseases like asthma and lupus. The Bush administration’s National Strategy for Pandemic Influenza has given the Department of Homeland Security the task of developing a National Biosurveillance Integration System (NBIS) to integrate surveillance data about agriculture, food, environment, and human diseases. In January 2006, the New York City Department of Health and Mental Hygiene began requiring laboratories to submit electronic reports of the blood sugar test results of all patients with diabetes, by name and without patient consent. The Health Department intends to contact patients who are not controlling their blood sugar to encourage taking medications, better diet, and more exercise. Although there will always be a need to investigate disease outbreaks in order to prevent epidemics, the more prevalent use of disease surveillance data today is for statistical analysis, planning, budgeting, and general research.

This new generation of reporting laws reflects a goal of many people in public health: to collect data about chronic diseases outside the context of a research study and without the need to obtain any individual patient’s informed consent.


consent. The question is whether these new surveillance programs should be able to compel the collection of personally identifiable data. Is it possible to reconcile individual interests in personal privacy with modern forms of public health surveillance? Are mandatory public health surveillance programs that focus on statistical analysis, research, or monitoring personal health status a reasonable exercise of the state’s police power, or are they vulnerable to challenge as an invasion of privacy? Do they offer the promise of medical advances, or the threat of “general searches, which the authors of the Bill of Rights were so concerned to protect against”?\textsuperscript{19} This Article begins to answer these questions.

Part I summarizes the evolution of public health surveillance programs. Part II describes three major functions of surveillance programs: outbreak investigation, identifying newborns who need essential medical care, and research. It also highlights how the aim of those who collect medical information has shifted from preventing the spread of contagious diseases to the more general purposes of research, budget analysis, and policy planning.\textsuperscript{20} This shift poses a challenge to the principles of liberty and privacy that underpin one’s individual autonomy to decide whether to participate in research or to accept medical care.

Part III argues that the sparse case law on constitutional challenges to compulsory reporting laws offers only a fragile conceptual framework for modern public health statutes that compel the disclosure of personally identifiable information. The cases themselves offer little guidance, often ignoring how surveillance information is used and how valuable the right of privacy is to individuals. Modern health surveillance programs, with their focus on obtaining data accurate enough to use for statistical analysis and research, do not easily fit the legal constructs guiding earlier laws designed to prevent epidemics. At the same time, the general goal of improving public health fails to provide any principle for limiting government intrusions into medical privacy.

The Article concludes that modern public health surveillance needs defensible principles that define the scope and limits of state power to collect personally identifiable medical information. Part IV outlines a more robust approach to balancing the state’s interest in public health and the individual’s interest in the privacy of medical information. This approach weighs the present value of the actual use of the information (instead of speculative long-range goals) against the dignitary value of privacy. Although space precludes a fully developed argument, I hope this Article will inspire thoughtful efforts to retain the value of modern public health surveillance without sacrificing the value of patient privacy.

\textsuperscript{19} SAFEGUARDING PRIVACY, supra note 2, at 48.

I. **THE EVOLUTION OF PUBLIC HEALTH SURVEILLANCE**

As the name implies, disease surveillance is the collection of data about diseases and the individuals who have them. Its original purpose was to identify people with communicable diseases\(^{21}\) so that public officials could take prompt action to prevent an epidemic.\(^{22}\) Classically, disease surveillance involved a public health official who would investigate an individual found to have a communicable disease in order to find out where she might have acquired the disease and who else might have been infected (an action known as contact tracing).\(^{23}\) Individuals likely to transmit a communicable disease to others could be subject to isolation,\(^{24}\) and geographic areas might also be quarantined to protect against exposure to disease.\(^{25}\)

---

\(^{21}\) Many statutes use the term “communicable” as a synonym for “contagious” to emphasize person-to-person transmission of infection and, by implication, to exclude application to other “infectious” diseases. “Infectious” diseases include any disease that can be transmitted to a human being from any source, whether human, animal, or environmental. Communicable or contagious diseases are a subcategory of infectious diseases that can only be transmitted from one human to another. David Heymann, *Infectious Agents*, in 1 OXFORD TEXTBOOK OF PUBLIC HEALTH 171 (Roger Detels et al. eds., 4th ed. 2002).


\(^{23}\) See generally Kumnuan Ungchusak, *Principles of Outbreak Investigation*, in 2 OXFORD TEXTBOOK OF PUBLIC HEALTH, supra note 21, at 529.


\(^{25}\) See Jew Ho v. Williamson, 103 F. 10, 24 (C.C.N.D. Cal. 1900) (striking down a quarantine for plague in San Francisco on equal protection grounds because it confined only Chinese inhabitants and also because it arbitrarily confined exposed and non-exposed people in the same area); Wong Wai v. Williamson, 103 F. 1, 9-10 (C.C.N.D. Cal. 1900) (same). For a history of the epidemic, see generally MARILYN CHASE, THE BARBARY PLAGUE: THE BLACK DEATH IN VICTORIAN SAN FRANCISCO (2003). For a history of the quarantine of immigrants to New York City for cholera, see generally HOWARD MARKEL, QUARANTINE!: EAST EUROPEAN JEWISH IMMIGRANTS AND THE NEW YORK CITY EPIDEMICS OF 1892 (1997). Quarantine of large populations has almost never prevented an epidemic, and is not generally recommended today. Joseph Barbera et al., *Large-Scale Quarantine Following Biological Terrorism in the United States*, 286 JAMA 2711, 2715-16 (2001). A contemporary example is China’s threat of quarantine to prevent the spread of SARS in 2003, where public fear of the quarantine led hundreds of thousands to flee Beijing. See Joseph Kahn, *Quarantine Set in Beijing Areas To Fight SARS*, N.Y. TIMES, Apr. 25, 2003, at
Around 1879, the Marine Hospital Service (predecessor to the Public Health Service) began to collect data on diseases like cholera and yellow fever in order to prepare for quarantine measures for ships arriving in U.S. ports.26 Later, case reporting began on the state level.27 The Council of State and Territorial Epidemiologists (CSTE), a private professional association of epidemiologists employed primarily by state and local health departments, was organized later to make periodic recommendations concerning which diseases states should track.28

In the latter part of the twentieth century, disease surveillance expanded to monitor new disease trends, and the more comprehensive term “public health surveillance” increasingly replaced “disease surveillance” (at least among public health professionals).29 As infectious diseases claimed fewer lives in

---


26 The Marine Hospital Service was originally created to care for merchant seamen. An Act for the Relief of Sick and Disabled Seamen, ch. 77, 1 Stat. 605 (1798). The Quarantine Act of 1878 gave the Marine Hospital Service the power to quarantine ships arriving in U.S. ports, to conduct medical examinations of immigrants, and to report the name and destinations of any ships leaving infected ports. An Act To Prevent the Introduction of Contagious or Infectious Diseases into the United States, ch. 66, 20 Stat. 37 (1878). By 1912, the year in which the Marine Hospital Service was renamed the Public Health Service, Congress had authorized field studies to investigate the “diseases of man and . . . the pollution of navigable streams.” RALPH C. WILLIAMS, THE UNITED STATES PUBLIC HEALTH SERVICE, 1798-1950, at 167 (1951); see also FITZHUGH MULLAN, PLAGUES AND POLITICS: THE STORY OF THE UNITED STATES PUBLIC HEALTH SERVICE 58 (1989). Executive orders still list quarantinable diseases in order to protect national ports from contagion. President Bush added anthrax to the list in 2001, then SARS in 2003, and then “[i]nfluenza caused by novel or reemergent influenza viruses that are causing, or have the potential to cause, a pandemic,” in 2005. Exec. Order No. 13,295, 3 C.F.R. 220 (2004), amended by Exec. Order No. 13,375, 3 C.F.R. 162 (2006) (relying on the authority granted to the President by the Public Health Service Act § 361, 42 U.S.C. § 264(b) (2000)).


the United States, chronic diseases, such as heart disease and cancer, became the leading causes of death. Such diseases are influenced, if not caused, by a variety of social, environmental, genetic, and behavioral factors, and public health surveillance seeks to identify these factors. Today, surveillance programs exist for a variety of cancers, genetic conditions of newborns, and occupational diseases, as well as other health-related events like immunizations, injuries, and adverse drug reactions. Unlike earlier reporting systems, chronic disease programs are not intended to intervene with individual cases. People with cancer or diabetes, of course, pose no threat of contagion. Reducing the risk of chronic diseases is not as simple as shutting off a cholera-contaminated water supply, pasteurizing milk, or constructing sewers. It requires a far more complex set of programs.

As disease prevention has become more complex, data collection tools have become more sophisticated. Case reporting is only one method of data collection. Other methods include population surveys, medical record reviews, and epidemiological and behavioral research studies aimed at


34 A pilot study looking at surveillance programs in eight states (Arkansas, Colorado, Florida, Maine, Michigan, New York, Oregon, and Wisconsin) found that surveillance data was most commonly used to compile statistics for the CDC. Emilie Curry, Public Health Surveillance Data Survey 13 & fig.7 (2004) (unpublished manuscript, on file with author).

35 In case reporting, physicians (and others) report their diagnoses to a local or state health department. Reports were first made by sending a postcard; more detailed forms followed. Cases requiring urgent intervention are reported by telephone. Now, electronic transmission of diagnoses is beginning. Nevertheless, the basic structure of case reporting systems today differs little from the original design, even though details like reporting forms and available medications have evolved. See Stoto, supra note 27, at 321.
determining the distribution, incidence, and causation of diseases across locations and populations, as well as the effects of prevention and treatment interventions.\textsuperscript{36} Such data allow statistical analyses and research in order to identify and recommend ways to avoid illnesses.\textsuperscript{37} The data are also used to determine government funding for public and private programs, such as AIDS treatment under the Ryan White CARE Act.\textsuperscript{38}

While medical science has reduced the need for intervening with individuals to control disease, information technology has increased the ease and utility of obtaining and disseminating information.\textsuperscript{39} The information revolution made it possible to collect large amounts of information about people, including medical information, combine it with different databases (record linkage) for various analyses,\textsuperscript{40} and transmit it electronically all over the world.\textsuperscript{41} As one

\textsuperscript{36} See generally Julie A. Pavlin et al., Innovative Surveillance Methods for Rapid Detection of Disease Outbreaks and Bioterrorism: Results of an Interagency Workshop on Health Indicator Surveillance, 93 AM. J. PUB. HEALTH 1230 (2003). The National Health Interview Survey has been conducted periodically since the mid-twentieth century, under the auspices of the National Center for Health Statistics. For an example of a more targeted study, see Edward H. Kaplan & Ron Brookmeyer, Snapshot Estimators of Recent HIV Incidence Rates, 47 OPERATIONS RES. 29, 31-35 (1999) (developing mathematical models of the incidence of HIV infection and then applying the models to data collected by government agencies).

\textsuperscript{37} The information can also be used to identify specific populations in need of health services. Smallpox was eradicated in the United States by identifying areas where people had not been immunized and making concerted efforts to persuade them to get the vaccine. Ruth L. Berkelman et al., Public Health Surveillance, in 2 OXFORD TEXTBOOK OF PUBLIC HEALTH, supra note 21, at 759, 760.


\textsuperscript{39} Public health surveillance programs might be analogized to fire departments. Although fires are rare events, firefighters must be ready to respond on a moment’s notice to control the fires that do occur and to prevent a conflagration. Firefighters find other things to do while waiting for a fire, such as inspecting fire alarms and attending to emergencies other than fires. Epidemics of communicable disease are rare events in the United States, but those that do occur often require a large effort that could not be mounted from scratch. Public health programs provide a ready infrastructure. In down times, public health surveillance programs perform other tasks, such as statistical analyses of disease trends and research about the causes and consequences of diseases.


\textsuperscript{41} The federal regulations on medical information privacy that resulted from the Health Insurance Portability and Accountability Act (HIPAA) were inspired by the federal government’s desire to have all medical providers keep electronic medical records that
leading text explains, “Public health surveillance information is used to assess public health status, define public health priorities, evaluate programs, and conduct research.” Nonetheless, before September 11, 2001, public health agencies had not persuaded the public to compel reporting of personally identifiable health information for all these purposes.

The five deaths from anthrax letters sent in October 2001 fueled fears that terrorists might use chemical or biological agents to attack the United States. The SARS epidemic in 2003 revived fears of natural epidemics. Both the possibility of bioterrorism and new natural epidemics like avian influenza inspired new legislation to collect vast amounts of medical information in an attempt to detect cases in time to prevent the further spread of disease. could be easily transmitted wherever they were needed and comparable across different institutions for purposes of federal benefit payment programs. See 45 C.F.R. pts. 160, 164 (2006). Recognizing that such ease of access to personal medical information might raise concern among the public, Congress required that either legislation or regulations be produced to protect the privacy of personal medical information. When Congress failed to act, the Department of Health and Human Services adopted regulations (the HIPAA Privacy Rule). Attempts to create a nationwide system of electronic medical records have stalled in Congress. Ricardo Alonso-Zaldivar, Bill Seeks National Medical Records System, L.A. TIMES, Aug. 13, 2006, at A22. Supporters believe that having records electronically accessible anywhere in the country would improve quality and prevent medical errors, but critics argue that current attempts to establish such a system contain too few privacy safeguards. See id.

42 Thacker, supra note 18, at 6.

43 See John A. Jernigan et al., Bioterrorism-Related Inhalational Anthrax: The First 10 Cases Reported in the United States, 7 EMERGING INFECTIOUS DISEASES 933, 934 (2001) (describing the first ten reported cases, both fatal and non-fatal, in the anthrax outbreak).


46 On October 23, 2001, the CDC released a “model state law” on emergency powers that, among other things, would require physicians and hospitals to report patients with any infectious disease to the state health department and require drug stores to report sales of prescription and over-the-counter medications for respiratory illnesses. See MODEL STATE EMERGENCY HEALTH POWERS ACT § 301 (Cbr. for Law & the Public’s Health 2001), revised version available at http://www.publichealthlaw.net/MSEHPA/MSEHPA2.pdf; see also George J. Annas, Bioterrorism, Public Health, and Civil Liberties, 346 NEW ENG. J. MED. 1337, 1338-39 (2002) (“T]he authority to respond to a bioterrorist attack or a new epidemic
Public health agencies welcomed federal bioterrorism grants to fund surveillance programs.\textsuperscript{47} Put forth just as the Bush administration proposed to collect other personal information to find possible terrorists, the collection of information for purposes of analyzing disease outbreaks and trends appeared to further diminish personal privacy.\textsuperscript{48} Soon thereafter came public reports that records held by private companies and public agencies had been lost or obtained by fraudulent means.\textsuperscript{49} Public sentiment about providing personal information to the government or private companies has appeared to whipsaw between support in the name of preventing terrorism and opposition due to fears of government invasions of privacy.\textsuperscript{50}

So-called emergency preparedness programs might have returned disease surveillance to its contagious disease roots. But public health had already grown far beyond them, sweeping all health conditions into its sphere of interest. New information technology encourages both more surveillance and new uses for the data collected, from changing the environment to changing individual behavior. Surveillance programs have traditionally been disease-specific, but the present federal attention to terrorism has been encouraging

that the model act provides is much too broad, since it applies not just to real emergencies such as a smallpox attack but also to nonemergency conditions as diverse as annual influenza epidemics and the AIDS epidemic.”).

\textsuperscript{47} The Public Health Security and Bioterrorism Preparedness and Response Act of 2002, Pub. L. No. 107-188, 116 Stat. 594, authorized funding to improve public health surveillance and reporting at the state and local level, and to integrate federal, state, and local systems. \textit{See} 42 U.S.C. §§ 247d-4(b), 300hh(b)(2) (Supp. IV 2004). Proponents argued that bioterrorism surveillance would have dual uses – detecting both terrorist attacks and disease outbreaks caused by nature or accident. Critics argued that such measures would be counterproductive and that the public would be better served by providing public health services. \textit{See generally} Hillel W. Cohen et al., \textit{The Pitfalls of Bioterrorism Preparedness: The Anthrax and Smallpox Experiences}, 94 AM. J. PUB. HEALTH 1667 (2004).

\textsuperscript{48} Public concern was sparked by the Total Information Awareness (later called Terrorism Information Awareness) program headed by John Poindexter, who was forced to resign as a result of the controversy. \textit{See} O’HARROW, supra note 6, at 191-98, 203-13.


coordinated systems that link all types of health information in an electronic database.\textsuperscript{51}

Most state surveillance programs today receive funding from federal agencies, primarily the Centers for Disease Control and Prevention (CDC).\textsuperscript{52} Federal agencies have no authority to require states to pass specific laws, but the CDC’s recommendations, together with the leverage of funding and the utility of the resulting data analyses, encourage states to adopt compulsory reporting laws.\textsuperscript{53} States do not necessarily require reporting of all the recommended diseases and conditions.\textsuperscript{54} They do, however, voluntarily submit case reports on most diseases they receive to the CDC.\textsuperscript{55}

Data collected by public health surveillance flows through at least three levels, as shown in Figure 1 below. A provider initially collects information from a patient, either orally or from physical examination or diagnostic tests. In the first level of surveillance, the provider reports (discloses) the patient’s information to a third party, usually a state or local health department, when required by state reporting laws.\textsuperscript{56} Some health departments outsource the collection of data to a private entity, usually university researchers. At the second level, the state health department reports (discloses) the patient’s information to the CDC, without the patient’s name.\textsuperscript{57}

\begin{itemize}
\item \textsuperscript{52} The CDC has general authority to “conduct in the [Public Health] Service, and encourage, cooperate with, and render assistance to other appropriate public authorities, scientific institutions, and scientists in the conduct of, and promote the coordination of, research, investigations, experiments, demonstrations, and studies related to the causes, diagnosis, treatment, control, and prevention of physical and mental diseases and impairments of man.” Public Health Service Act § 301(a), 42 U.S.C. § 241(a) (2000). The CDC is also authorized to “collect and make available through publications and other appropriate means, information as to, and the practical application of, such research and other activities,” see 42 U.S.C. § 241(a)(1), and to cooperate with and advise the states on matters relating to the public health, see 42 U.S.C. § 243.
\item \textsuperscript{53} See CDC, UPDATED GUIDELINES, supra note 22, at 1.
\item \textsuperscript{54} For example, in 1995 and 1996, the CSTE and CDC recommended adding elevated blood lead levels, silicosis, acute pesticide poisoning, and tobacco use. Roush et al., supra note 28, at 165.
\item \textsuperscript{55} See supra note 15.
\item \textsuperscript{56} Outbreaks are often reported to the local health department, which then reports to the state health department. See, e.g., WIS. STAT. ANN. § 252.05 (West 2007); 105 MASS. CODE REGS. §§ 300.100, 300.110 (2007).
\item \textsuperscript{57} State law usually authorizes the health department to submit reports to the CDC. It may also authorize the state to allow a different branch of the health department or external researchers to use the data. The release of identifiable data for such secondary research usually requires prior approval by a state agency (and a university’s institutional review board) charged with protecting the welfare of human subjects of research.
\end{itemize}
Figure 1. Surveillance Data Flow Chart

Key:  
- Dashed lines indicate a contractual/grant relationship.  
- Arrows indicate the direction of data reporting.

Note: In Level 1, provider reports of contagious disease cases sometimes go to their local health department (if immediate response is needed), and the local health department then forwards the reports to the state health department. Also, in Level 1, states sometimes contract with university researchers to receive data from providers for specific programs like cancer registries.
At the third level, the CDC sends reports of aggregated national data to the World Health Organization (WHO). The CDC often authorizes other tertiary uses of the data it receives, sharing it with other federal and international agencies for a variety of purposes. Those agencies may combine the data with their own databases and other external databases to conduct various research studies.\textsuperscript{58}

II. FUNCTIONS OF SURVEILLANCE

Mandatory reporting laws are adopted for the purposes of protecting public health and preventing (or controlling) disease. In examining whether such goals warrant the different types of surveillance programs described above, we immediately face a problem of definition. What is public health? What counts as preventing or controlling disease? Definitions used in the public health field are now so broad that they encompass anything that might possibly lead to longer life expectancies or a better quality of life.\textsuperscript{59} Consider the following commonly quoted definition from the Institute of Medicine: “Public health is what we, as a society, do collectively to assure the conditions for people to be healthy.”\textsuperscript{60} Using such a broad conception, almost anything could be found to promote public health, at least in the long run. If this conception of public health justified the exercise of the state’s police power, then the state would


\textsuperscript{60} COMM. FOR THE STUDY OF THE FUTURE OF PUB. HEALTH, INST. OF MED., THE FUTURE OF PUBLIC HEALTH 19 (1988). Nearly a century ago, one scholar proposed a more detailed definition that many would still find accurate today:

Public health is the science and the art of preventing disease, prolonging life, and promoting physical health and efficiency through organized community efforts for the sanitation of the environment, the control of community infections, the education of the individual in principles of personal hygiene, the organization of medical and nursing service for the early diagnosis and preventive treatment of disease, and the development of the social machinery which will ensure to every individual in the community a standard of living adequate for the maintenance of health. C.-E.A. Winslow, The Untilled Fields of Public Health, 51 SCIENCE 23, 30 (1920). For yet another recent definition, see BERNARD J. TURNOCK, PUBLIC HEALTH: WHAT IT IS AND HOW IT WORKS 11 (3d ed. 2004) (“[P]ublic health . . . is a broad social enterprise, more akin to a movement, that seeks to extend the benefits of current knowledge in ways that will have the maximum impact on the health status of a population.”).
have the authority to enact a wide range of coercive laws, from mandatory reporting of identifiable information to requiring everyone to obey their physicians’ recommendations or eat a prescribed diet. Like public welfare, public health is a broad, often vague and malleable concept, susceptible to differing interpretations. This quality undermines its ability to serve as a coherent or even rational basis for compulsory reporting of personal information.\footnote{See Wendy E. Parmet, \textit{From Slaughter-House to Lochner: The Rise and Fall of the Constitutionalization of Public Health}, 40 AM. J. LEGAL HIST. 476, 477 (1996).} A closer look at surveillance programs, however, suggests that, in fact, they serve three more specific and immediate functions: outbreak investigation, identifying newborns for essential medical care, and scientific research. The following sections describe these functions and their uses of personally identifiable information.

\textbf{A. Origins and Core Meanings: Outbreak Investigation}

Definitions of disease surveillance typically combine the concept of data collection with that of taking action to prevent the spread of disease.\footnote{See Alexander D. Langmuir, \textit{The Surveillance of Communicable Diseases of National Importance}, 268 NEW ENG. J. MED. 182, 182-83 (1963) (defining surveillance as “the continued watchfulness over the distribution and trends of incidence through the systematic collection, consolidation, and evaluation of morbidity and mortality reports and other relevant data” together with timely and regular dissemination to those who “need to know”); see also Berkelman et al., \textit{supra} note 37, at 759; James W. Buehler, \textit{Surveillance, in Modern Epidemiology} 435, 435 (Kenneth J. Rothman & Sander Greenland eds., 2d ed. 1998); Stephen B. Thacker & Ruth L. Berkelman, \textit{Public Health Surveillance in the United States}, 10 EPIDEMIOLOGY REV. 164, 164 (1988).} Reporting systems were, as discussed above, originally designed to detect outbreaks and prevent epidemics.\footnote{Outbreak investigations are not limited to contagious diseases. They also include investigations into sources of poisoning, such as pesticides used in the environment, at least where there is no obvious cause.} Reports to the health department usually included the patient’s name and address because of the potential need to contact the patient. Timeliness was also a factor. Investigators needed to know within hours or days that highly contagious diseases such as smallpox had been diagnosed in order to find the source of infection and investigate whether and where it might have spread. Only with quick access to such information could they protect others from imminent infection. Thus, one useful criterion for characterizing data for outbreak investigation and epidemic control is that the data are needed right away to prevent imminent harm.

However, outbreak investigation and epidemic containment comprise only one purpose of surveillance activity today. If mandatory reporting systems were limited to data needed right away to prevent imminent harm, they would not bother to collect reports about the vast majority of illnesses, which are handled adequately by attending physicians. Nevertheless, case reporting systems and mandatory reporting laws typically insist on reports of every case,
just to be sure no case is missed. However, the required reports are rarely submitted or reviewed more often than once a week. Knowing this, a physician who recognizes a dangerous disease typically telephones the health department to get a timely response.

Traditional case reporting systems are not well suited to rapidly detecting epidemics or bioterrorist attacks using biological or chemical agents. In recent epidemics, the most accurate, timely, and valuable information came not from official reporting mechanisms, but from alert physicians caring for patients. New electronic syndromic surveillance systems offer more promise, of course, cases that are not seen by a physician or, if seen, are incorrectly diagnosed, will still be missed. This was the case in the SARS epidemic. The first North American case of SARS was not recognized because the victim, a woman who had returned to Toronto after visiting Hong Kong, died at home without seeking medical care on March 5, 2003. Her son was hospitalized two days later and died on March 13, 2003. Four other family members fell ill and were treated in isolation in four other hospitals, where SARS spread to hospital staff and household contacts. See Monali Varia et al., Investigation of a Nosocomial Outbreak of Severe Acute Respiratory Syndrome (SARS) in Toronto, Canada, 169 CAN. MED. ASS’N J. 285, 288 (2003). See generally Tomislav Svoboda et al., Public Health Measures To Control the Spread of the Severe Acute Respiratory Syndrome During the Outbreak in Toronto, 350 NEW ENGL. J. MED. 2352 (2004).


Many health departments require physicians to telephone reports of cases that need immediate investigation, because ordinary weekly or monthly reports would come too late. See D. Conrad & J. Pearson, Syndromic Surveillance for Bioterrorism Following the Attacks on the World Trade Center – New York City, 2001, 51 MORBIDITY & MORTALITY Wkly. Rep. (SPECIAL ISSUE) 13, 13 (2002), available at http://www.cdc.gov/mmwr/PDF/wk/mm5113s.pdf. After September 11 and in preparation for the war in Iraq, the Bush administration encouraged the Department of Defense Advanced Research Projects Agency (DARPA), headed by Vice Admiral John M. Poindexter, to create a computerized network of data that could quickly detect a chemical or biological attack against the United States. Responsibility for a new national bioterrorism warning program was later transferred to civilian control in the CDC. See Robert A. Weinstein, Health Data Monitored for Bioterror Warning, N.Y. TIMES, Jan. 27, 2003, at A1.
although perhaps less for early warnings of terrorism and epidemics than for ordinary disease surveillance. Once installed, a computer program automatically scans medical records, logs the number of symptoms of interest without picking up personal information, and electronically transmits the totals to the tracking station, typically in a city or state health department.

Dr. Carlos Urbani, a WHO official, feared that a patient he was treating in Hanoi had avian influenza and contacted the WHO Pacific Regional Office. News of the outbreak was sent through e-mail, internet chat rooms, and local media, rather than the official reporting program. The WHO asked China for information and was told on February 14 that an outbreak consistent with atypical pneumonia was coming under control.

A CDC official was reported in January 2003 as saying, “Whether this is going to detect terrorism is unclear. But as a safety net and for tracking an event once it’s going on, it’s very promising.” Broad & Miller, supra note 67; see also James W. Buehler et al., Syndromic Surveillance and Bioterrorism-Related Epidemics, 9 EMERGING INFECTIOUS DISEASES 1197, 1197 (2003); Charlene Babcock Irvin et al., Syndromic Analysis of Computerized Emergency Department Patients’ Chief Complaints: An Opportunity for Bioterrorism and Influenza Surveillance, 41 ANNALS EMERGENCY MED. 447, 447 (2003); Farzad Mostashari et al., Use of Ambulance Dispatch Data as an Early Warning System for Communitywide Influenzalike Illness, New York City, 80 (Supp. 1) J. URB. HEALTH i43, i48 (2003); Julie A. Pavlin et al., Innovative Surveillance Methods for Rapid Detection of Disease Outbreaks and Bioterrorism: Results of an Interagency Workshop on Health Indicator Surveillance, 93 AM. J. PUB. HEALTH 1230, 1230 (2003).

The computer tabulates the number of cases of respiratory distress, fever, headache, and nausea seen, regardless of whether a diagnosis has been made. Arthur Reingold, If Syndromic Surveillance Is the Answer, What Is the Question?, 1 BIOSECURITY & BIOTERRORISM: BIODEFENSE STRATEGY, PRAC. & SCI. 77, 77 (2004); see also CDC, 53 MORBIDITY & MORTALITY WKL. REP., NO. RR-5, FRAMEWORK FOR EVALUATING PUBLIC HEALTH SURVEILLANCE SYSTEMS FOR EARLY DETECTION OF OUTBREAKS: RECOMMENDATIONS FROM THE CDC WORKING GROUP 2 (2004), available at http://www.cdc.gov/mmwr/PDF/rr/rr5305.pdf. The CDC BioSense Initiative is a syndromic surveillance system, intended to provide an early warning of diseases that could produce an epidemic. CDC, BioSense, supra note 51. CDC funds selected hospitals to participate in the program, including Department of Defense and Veterans Affairs hospitals. Id. The National Strategy for Pandemic Influenza calls for the BioSense Initiative to be established in forty-two cities within twelve months – more than CDC had planned – although that goal may be unrealistic. See Bob Brewin, Critics Question Biosurveillance System Plan, GOVERNMENT HEALTH IT, May 8, 2006, available at http://www.govhealthit.com/article94303-05-08-06 ("[H]ealth officials . . . said the timelines for deploying and enhancing [disease surveillance] systems are overly optimistic. The same officials criticized the Bush administration for
tracking agency can review the data relatively promptly, often within twenty-four hours, and contact the hospital to see whether there is a dangerous outbreak.\textsuperscript{71}

Advantages of syndromic surveillance include speed and privacy. Most systems do not collect patient names or other identifying information.\textsuperscript{72} Almost any passive system could be considered superior to a system that requires affirmative action on the part of human beings. Syndromic surveillance does have limitations, however.\textsuperscript{73} Systems can be expensive, both to install and to operate.\textsuperscript{74} Because symptoms are common to many diseases, surveillance will produce many false positives and trigger costly investigations into ordinary cases of colds, influenza, and other uncomplicated viral illnesses.\textsuperscript{75} Like sifting through billions of phone conversations, the task is to sift through billions of health records to find a genuine threat to public health. Thus, syndromic surveillance systems may be useful not for detecting bioterrorism, but for detecting slowly developing natural disease outbreaks that go unnoticed by individual physicians.\textsuperscript{76}

failing to provide necessary funds to help them meet the challenges of combating a pandemic.”).

\textsuperscript{71} For example, if the program shows an abnormally large number of cases of upper respiratory problems, hospital staff might explain that a busload of students with the common cold arrived at the hospital after a motor vehicle accident on a nearby highway. In contrast, if there is no explanation, the health department might send an investigator to interview patients still at the hospital to discover where they may have caught the illness. At that point, the hospital could identify the patients to the health department so that the department employees could interview the patients. Since many biological agents cause upper respiratory problems, it would be important to distinguish between a deliberate terrorist source and a natural source. A collection of definitions of the syndromes that are defined by symptoms is available from the CDC. See Syndrome Definitions for Diseases Associated with Critical Bioterrorism-Associated Agents 4-6 (2003), available at http://www.bt.cdc.gov/surveillance/syndromedef/pdf/syndromedefinitions.pdf.

\textsuperscript{72} However, systems could be changed to incorporate patient names. William B. Lober et al., Syndromic Surveillance Using Automated Collection of Computerized Discharge Diagnoses, 80 (Supp. 1) J. URB. HEALTH i97, i103 (2003).

\textsuperscript{73} Reingold, supra note 70, at 78-81.

\textsuperscript{74} Brewin, supra note 70 (“Some senior health officials questioned the value of disease surveillance systems described in the Bush administration’s plan . . . . Dr. Rex Archer, health director of Kansas City, Mo., and president of the National Association of County and City Health Officials, said NBIS would need a level of funding and national commitment comparable to the 1960s’ space race to deliver what the plan calls for within a year.”).

\textsuperscript{75} David L. Buckeridge et al., Evaluating Detection of an Inhalational Anthrax Outbreak, 12 EMERGING INFECTIOUS DISEASES 1942, 1946 (2006); Reingold, supra note 70, at 79.

\textsuperscript{76} See Richard Pérez-Peña, System in New York for Early Warning of Disease Patterns, N.Y. TIMES, Apr. 4, 2003, at A1 (citing the views of Dr. Farzad Mostashari, then assistant commissioner for epidemiology services for the New York City Health Department). But see Lawrence O. Gostin, When Terrorism Threatens Health: How Far Are Limitations on
Today, surveillance systems primarily use names to improve statistical accuracy in compiling incidence and prevalence data. Because most systems require reports from physicians, hospitals, and laboratories, a person might be reported more than once a year. Surveillance systems use names to de-duplicate reports, ensuring that no case is counted more than once. Most state health departments send the case reports they receive to the CDC. State health departments replace each patient’s name, however, with a Soundex code. While the CDC does not need (or even want) to know the patients’ identities, the information it collects may nonetheless make that possible.

B. Identifying Newborns for Essential Medical Care

Newborn genetic screening programs are designed to diagnose newborns with genetic anomalies causing severe developmental disabilities that could be prevented by beginning simple treatments soon after birth. Almost all programs are modeled on phenylketonuria (PKU) screening, which began in the 1960s. By the mid 1970s, more than forty states required PKU testing for

---

*Personal and Economic Liberties Justified?*, 55 Fla. L. Rev. 1105, 1129 (2003) (citing a CDC report that advocated for health department surveillance in order to contain bioterrorist attacks).


78 Instructions on how to construct a Soundex code for names are available from the National Archives and Records Administration, an independent federal agency. See Nat’l Archives & Records Admin., Soundex Indexing, http://www.archives.gov/publications/general-info-leaflets/55.html (last visited Apr. 1, 2007). The code uses the first letter of a person’s surname followed by three numbers assigned to the consonants next appearing in the name: 1 = B, F, P, V; 2 = C, G, J, K, Q, S, X, Z; 3 = D, T; 4 = L; 5 = M, N; 6 = R; 0 = no additional letters in name. It offers examples: the name Washington is coded W252, and Gutierrez is coded G362. *Id.* The result gives a phonetic result without the vowels or H, W, and Y. Some websites automatically convert a surname to a Soundex code. See, e.g., ProGenealogists, Soundex Code Generator, http://www.progenealogists.com/soundex.htm (last visited Apr. 1, 2007).

79 Individuals might be identified by comparing the phonetic name with other identifying information on the reporting form, such as date of birth, sex, race, and address. Like many organizations concerned with statistical accuracy, the CDC strongly encourages providers to complete all the information requested on reporting forms and evaluates the surveillance programs it funds on the basis of, among other things, the completeness of reports. See CDC, UPDATED GUIDELINES, supra note 22, at 16.

80 PKU results from a defective enzyme for metabolizing phenylalanine, a common amino acid in protein-rich food, and causes severe neurological damage. A diet low in phenylalanine can prevent or reduce the damage, if begun during infancy. See OFFICE OF TECH. ASSESSMENT, U.S. CONG., HEALTHY CHILDREN: INVESTING IN THE FUTURE 107 (1988) (estimating that the United States saved $3.2 million dollars for every 100,000 newborns screened for PKU and hypothyroidism, or $93,000 per diagnosed case, in 1986).
newborns. These laws effectively require physicians to provide, and parents to accept, good medical care for an individual child. Indeed, proponents view mandatory PKU testing laws as enforcing both a legal and an ethical duty of parents to their children.

Newborn genetic screening laws, however, do not necessarily ensure treatment for the newborn. By itself, testing serves only a diagnostic function. The disability can only be prevented with proper treatment. Screening laws that fail to assure treatment cannot serve the function of protecting children. They may only insert the health department into the physician-patient relationship.

Today, almost all of the four million children born each year in the United States have a few drops of blood drawn (usually from the heel) to be tested for PKU and other genetic conditions. Few parents refuse genetic testing. Most

---


82 See, e.g., Ruth R. Faden et al., Parental Rights, Child Welfare, and Public Health: The Case of PKU Screening, 72 AM. J. PUB. HEALTH 1396, 1397 (1982). But see Ellen Wright Clayton, Screening and Treatment of Newborns, 29 Hous. L. Rev. 85, 87-88 (1992) (arguing for genetic screening of newborns “only when children can derive substantial benefit from early detection” and when “parents can participate in the screening process”). Parents have a common law, and in some states statutory, duty to provide medically necessary care for their children. See Prince v. Massachusetts, 321 U.S. 158, 167 (1944) (“[T]he state has a wide range of power for limiting parental freedom and authority in things affecting the child’s welfare; and . . . this includes, to some extent, matters of conscience and religious conviction.”); Saratoga County Dep’t of Soc. Servs. v. Hofbauer (In re Hofbauer), 393 N.E.2d 1009, 1013 (N.Y. 1979) (“[T]he Legislature has imposed upon the parents of a child the non-delegable affirmative duty to provide their child with adequate medical care.”). But see In re Green, 292 A.2d 387, 392 (Pa. 1972) (“We are of the opinion that as between a parent and the state, the state does not have an interest of sufficient magnitude outweighing a parent’s religious beliefs when the child’s life is not immediately imperiled by his physical condition.”). See generally Walter Wadlington, Medical Decision Making for and by Children: Tensions Between Parent, State, and Child, 1994 U. ILL. L. REV. 311 (discussing the development of case law imposing medical treatment for children despite a lack of parental consent).

83 See Kenneth D. Mandl et al., Newborn Screening Program Practices in the United States: Notification, Research, and Consent, 109 Pediatrics 269, 270 (2002) (finding that only twenty-two states conducted follow-up to confirm that treatment had begun). Screening programs do not typically provide treatment, which often consists of special diets that can be expensive and are not generally covered by health insurance.

84 See ASSESSING GENETIC RISKS: IMPLICATIONS FOR HEALTH AND SOCIAL POLICY 261-63 (Lori B. Andrews et al. eds., 1994) [hereinafter ASSESSING GENETIC RISKS].

experts agree that newborns should be tested for a condition that is reasonably serious, can be identified with a reliable test, and can be treated with relatively simple and effective measures. 86 Between six and eight genetic and metabolic conditions meet these criteria. 87 In the absence of an accurate test or safe, effective treatment, however, testing carries risks that parents have traditionally been permitted to avoid for their children. 88

New technology can now identify many genetic aberrations for which no treatment exists. Tandem mass spectrometry and DNA analysis make it possible to analyze a single blood sample for dozens of genetic and metabolic conditions at a cost far below testing for several conditions independently. 89 In 2005, the American College of Medical Genetics recommended that all newborns be screened for twenty-nine diseases. 90 The report generated criticism because so few of the diseases have effective treatments. 91 Its

---


87 These conditions include PKU, congenital hypothyroidism, classical galactosemia, hemoglobinopathies (such as sickle cell disease), congenital adrenal hyperplasia, biotinidase deficiency, maple syrup urine disease, and homocystinuria. The last two, however, do not have genuinely effective treatments. ASSESSING GENETIC RISKS, supra note 84, at 100 (recommending against screening for conditions for which there is no beneficial treatment).

88 See, e.g., George J. Annas, Mandatory PKU Screening: The Other Side of the Looking Glass, 72 AM. J. PUB. HEALTH 1401, 1402 (1982) (discussing the potential stigma and fear caused by false positive results during newborn genetic testing); Sheila Wildeman & Jocelyn Downie, Genetic and Metabolic Screening of Newborns: Must Health Care Providers Seek Explicit Parental Consent?, 9 HEALTH L.J. 1, 2-3 (2001) (discussing the potential stigma attached to a child who tests positive for a genetic condition that has no treatment).


91 See, e.g., Jeffrey R. Botkin et al., Newborn Screening Technology: Proceed with Caution, 117 PEDIATRICS 1793, 1794 (2006). In addition, if new tests are added before they are validated, they can produce false positives that result in damaging a child who receives treatment inappropriately. See Norman Fost, Genetic Diagnosis and Treatment: Ethical Considerations, 147 AM. J. DISEASES CHILD. 1190, 1191 (1993) (arguing that, in the early
recommendations, however, have been embraced by organizations like the March of Dimes and parent groups advocating research to develop diagnostic tests or treatments for genetic conditions.\textsuperscript{92}

For conditions for which there is no treatment, the blood samples and linked information are used almost exclusively for research, such as testing experimental diagnostic assays to determine their sensitivity, specificity, and reliability, estimating the incidence and prevalence of genetic conditions, and searching for risk factors.\textsuperscript{93} The screening program effectively creates a DNA bank. As more states expand their mandatory newborn screening laws to include these additional conditions, they may confront the question of whether their power to protect children includes the power to create a DNA bank for future research.\textsuperscript{94}

New York City’s diabetes blood sugar reporting system also identifies a chronic medical condition, but for very different reasons.\textsuperscript{95} Unlike early PKU-type newborn screening programs, there is no imperative for immediate treatment to prevent major disability. To be sure, people with diabetes who get their blood sugar levels under control are less likely to develop health problems like heart disease and glaucoma in the future. However, blood sugar levels are not the only risk factor affecting patients with diabetes. Chronic diseases like diabetes are caused by complex factors and may develop into more serious medical problems only over a long period of time. Finally, most diabetes patients are adults, and virtually all those whose blood sugar levels are reported are under the care of physicians. So far, the specific purpose of the program remains murky. It could be to monitor or change physicians’ treatment of diabetes, change patient behavior, or collect data for research on diabetes. In the long term, it may be intended to reduce the government’s Medicaid costs for patients with diabetes.

C. Research

Data collected from surveillance are used for a variety of research studies. Cancer registries are perhaps the most salient example. In the mid-1930s, the

\textsuperscript{92} See Newborn Screening, supra note 89, at 389.

\textsuperscript{93} See Richard S. Olney et al., Storage and Use of Residual Dried Blood Spots from State Newborn Screening Programs, 148 J. PEDIATRICS 618, 618 (2006).

\textsuperscript{94} For discussion of whether the consent of blood and tissue donors should be required for future research uses of their samples, see Lori Andrews & Dorothy Nelkin, Body Bazaar: The Market for Human Tissue in the Biotechnology Age 21-23 (2001); Nat’l Bioethics Advisory Comm’n, 1 Research Involving Human Biological Materials: Ethical Issues and Policy Guidance 62-71 (1999); Ellen Wright Clayton, Informed Consent and Biobanks, 33 J.L. & MED. & ETHICS 15, 18-20 (2005); Mark A. Rothstein, Expanding the Ethical Analysis of Biobanks, 33 J.L. & MED. & ETHICS 89, 92-93 (2005).

\textsuperscript{95} See discussion supra notes 16-17 and accompanying text.
Connecticut Medical Society began collecting information about patients with various cancers to see if it could identify successful treatments.\textsuperscript{96} The idea was to help physicians improve patient care.\textsuperscript{97} Since then, other organizations have initiated programs with similar goals.\textsuperscript{98} Cancer registries typically collect detailed personally identifiable information, primarily so that they can contact patients periodically to update information.\textsuperscript{99} The data are ordinarily submitted by hospitals, clinics, or physicians, either voluntarily with patient consent or pursuant to a mandatory reporting law. Most registries receive multiple reports about the same person and de-duplicate the reports by comparing names and dates of birth.

The National Cancer Institute (NCI) established its Surveillance, Epidemiology and End Results (SEER) program in 1973 with a similar focus on analyzing methods of cancer treatment and outcomes.\textsuperscript{100} Consistent with the NCI’s mission, SEER focuses on conducting medical research studies. SEER currently collects data from population-based registries covering over twenty-five percent of the U.S. population.\textsuperscript{101} The actual operation of the registries is typically delegated to universities, where researchers analyze the data and produce reports. They also follow cases annually to find out how many patients remain alive and to calculate survival rates. SEER publishes anonymous statistics on cancer annually, based on data collected about two years earlier.\textsuperscript{102}

\begin{itemize}
\item \textsuperscript{97} Id.
\item \textsuperscript{98} CDC, NPCR Cancer Surveillance System Rationale and Approach, http://www.cdc.gov/cancernpcr/training/css.htm (last visited Apr. 1, 2007) [hereinafter NPCR-CSS] (“Cancer surveillance is the ongoing, timely, and systematic collection and analysis of information on cancer risk factors (such as lifestyle factors, behavioral influences, genetic predispositions, or environmental exposures), screening and early detection, new cancer cases, cancer deaths, extent of disease at diagnosis, treatment, clinical management, and survival.”).
\item \textsuperscript{101} Id. (listing the states, cities, and rural areas from which data is collected).
\end{itemize}
The National Cancer Act was amended in 1992 to authorize the CDC to fund cancer registries in areas not covered by SEER.\textsuperscript{103} The Act now requires, as a condition of eligibility for funding, that the data held by a CDC-funded cancer registry be made available for a wide range of research, both by the registry itself and by unrelated public or private entities.\textsuperscript{104} The difference between the NCI and CDC registries reflects the different methods the agencies use to collect data. The NCI uses a representative sample of cancers to make estimates for the country. The CDC collects data from case reports of every case of disease.

Most registries authorize external researchers to use registry data in a variety of research studies.\textsuperscript{105} Personal identifiers make it possible to link cancer registry data to many other data sources, including the Behavioral Risk Factor Surveillance Survey, environmental health department records, Medicare and Medicaid health records, health insurance records, the National Death Index, death certificates and other vital statistics records, geographic information systems, census records, and registries of licensed practitioners (e.g., physicians, nurses, plumbers) and other specific populations (e.g., Vietnam Veterans registry). As information technology advances, the possible linkages are endless.

\textsuperscript{103} See Cancer Registries Amendment Act, Pub. L. No. 102-515, 106 Stat. 3372 (1992) (codified at 42 U.S.C. § 280e (2000)). The Cancer Registries Amendment Act authorized the CDC to “make grants to States” and to “make grants or enter into contracts with academic or nonprofit organizations designated by the State to operate the State’s cancer registry.” Id. § 3, 106 Stat. at 3372 (codified at 42 U.S.C. § 280e(a)). The Act further provided that the data to be collected in the CDC-funded registries would include:
(1) demographic information about each case of cancer;
(2) information on the industrial or occupational history of the individuals with the cancers, to the extent such information is available from the same record;
(3) administrative information, including date of diagnosis and source of information;
(4) pathological data characterizing the cancer, including the cancer site, stage of disease (pursuant to Staging Guide), incidence, and type of treatment; and
(5) other elements determined appropriate by the Secretary.

\textsuperscript{104} See 42 U.S.C. § 280e(c)(2)(D)(vi)-(vii); see also State Cancer Registries: Status of Authorizing Legislation and Enabling Regulations – United States, October 1993, 43 MORTALITY & MORBIDITY WKLY. REP. 71, 74 (1994) (“[T]he federal statute requires authorization of cancer registries under state-specific laws and promulgation of regulations that ensure case reporting and use of data for research. . . . Registries provide a means for collecting such information and may assist in conducting population-based epidemiologic and biologic research, allocating of health resources, and evaluating cancer-control and cancer-prevention programs.”).

\textsuperscript{105} See, e.g., Kathleen McDavid et al., Prostate Cancer Incidence and Mortality Rates and Trends in the United States and Canada, 119 PUB. HEALTH REP. 174, 175 (2004).
Several states have gone beyond authorizing the creation of cancer registries, and have enacted laws or adopted regulations that either permit or require medical providers to report cancer cases to a registry without their patients’ consent.\(^{106}\) In some states, advocacy groups lobbied state legislatures and health departments for a centralized source of information, either in an attempt to explain unusually high rates of cancer in their communities or in response to fears of exposure to hazards from local manufacturing plants.\(^{107}\) The more important factor appears to be the availability of federal grant funds to create or expand a registry.\(^{108}\) CDC prefers that registries be located in states that require the reporting of cancer cases by law.

Although the National Cancer Act does not require states to enact any particular laws, undoubtedly because such a federal requirement would violate state sovereignty,\(^{109}\) grants are unlikely without a mandatory reporting law. The Act requires that statewide cancer registries be legally authorized to obtain all medical records of cancer patients from any individual or organization providing cancer services in order to be eligible for funding.\(^{110}\) It would be difficult to assure access to “all records” without dispensing with consent.\(^{111}\) Arguably, any use of personally identifiable surveillance data – apart from outbreak investigation and epidemic containment – could qualify as research with human subjects. Cancer registries squarely present the question of whether the state can demand access to an individual’s personally identifiable information for use in research without consent. Since the Nuremberg Code

---


\(^{107}\) See, e.g., Doug Abrahms, CDC Tries To Create State-by-State Cancer Database, GANNETT NEWS SERVICE, Dec. 29, 2002.

\(^{108}\) While some states had cancer registries for many years, few had enough staff or resources to conduct the research that made their data useful. When NCI funded its SEER sites, a more sophisticated cancer tracking and research program developed in its locations. Elsewhere, data collection depended on the creativity of registry personnel and cooperation from hospitals. Hospitals reportedly pay their cancer registrars more than state cancer registries do. Jeff Parrott, Indiana Not Part of National Cancer Report, J. & COURIER (Lafayette, Ind.), Nov. 29, 2002, at 1A.


\(^{111}\) Dispensing with the consent requirement appears vulnerable to challenge as a warrantless search in violation of the Fourth Amendment’s prohibition against unreasonable searches and seizures. See Tucson Woman’s Clinic v. Eden, 371 F.3d 1173, 1179 (9th Cir. 2004) (finding a Fourth Amendment violation where Arizona regulations required abortion providers to submit to “warrantless, unbounded inspections of their offices and provide DHS inspectors access to unredacted medical records”).
was issued in 1947, research with human subjects has been deemed unethical and unlawful unless the subject gives voluntary, informed consent.\footnote{\textsuperscript{112} The first principle of the Nuremberg Code is that “the voluntary consent of the human subjects is absolutely essential.” See 1 Nat’l Bioethics Advisory Comm’n, Ethical and Policy Issues in Research Involving Human Participants app. C, at 151 (2001), available at http://www.georgetown.edu/research/nrcbl/nbac/human/overvol1.pdf. For an analysis of the Code’s legal status in the United States, see generally George J. Annas, The Nuremberg Code in U.S. Courts: Ethics Versus Expediency, in The Nazi Doctors and the Nuremberg Code 201 (George J. Annas & Michael A. Grodin eds., 1992).} The consent requirement is intended to protect the individual’s right of self-determination and the dignity of human beings recognized in all international declarations and covenants on human rights.\footnote{\textsuperscript{113} See, e.g., Universal Declaration of Human Rights, G.A. Res. 217(III)A art. 1, U.N. GAOR, 3d Sess., 1st plen. mtg., U.N. Doc A/810 (Dec. 10, 1948).} Without informed consent, humans are being treated only as a means to an end.\footnote{\textsuperscript{114} See Immanuel Kant, Groundwork for the Metaphysics of Morals 45 (Allen W. Wood ed. & trans., Yale Univ. Press 2002) (1785) (“[T]he human being, and in general every rational being, exists as end in itself, not merely as means to the discretionary use of this or that will, but in all its actions, those directed toward itself as well as those directed toward other rational beings, it must always at the same time be considered as an end.”).} These foundational principles have been embodied in the common law,\footnote{\textsuperscript{115} See, e.g., Abdullahi v. Pfizer, Inc., No. 01 Civ. 8118, 2002 WL 31082956, at *1, 3-4 (S.D.N.Y. Sept. 17, 2002) (denying defendant’s motion to dismiss because the plaintiffs’ complaint, which alleged that the defendant had administered experimental antibiotics to plaintiffs without their informed consent, adequately stated a claim under the Alien Tort Claims Act), vacated in part, 77 F. App’x 48 (2d Cir. 2003); Diaz v. Hillsborough County Hosp. Auth., No. 8:90-CV-120-T-25B, 2000 U.S. Dist. LEXIS 14061, at *21 (M.D. Fla. Aug. 7, 2000) (approving a settlement in which the defendant compensated a class of pregnant women for conducting research studies on them without their consent); In re Cincinnati Radiation Litig., 874 F. Supp. 796, 821 (S.D. Ohio 1995) (“The Nuremberg Code is part of the law of humanity. It may be applied in both civil and criminal cases by the federal courts in the United States.”); Grimes v. Kennedy Krieger Inst., Inc., 782 A.2d 807, 844 (Md. 2001) (stating that “[a] human subject is entitled to all material information,” and rejecting the defendant’s claim that it obtained consent because “full material information was not furnished to the subjects”); T.D. v. N.Y. State Office of Mental Health, 650 N.Y.S.2d 173, 176 (N.Y. 1996) (striking down regulations which allowed research on mental health patients who were incapable of giving informed consent, because the regulations “violate the State and Federal constitutional rights to due process, as well as the common law right to personal autonomy, of the patients”). But cf. Robertson v. McGee, No. 01-CV-60-C, 2002 U.S. Dist. LEXIS 4072, at *6-8 (N.D. Okla. Jan. 28, 2002) (dismissing a claim brought by cancer research subjects because the “right to be treated with dignity” established in the Nuremberg Code does not give rise to a private cause of action); White v. Paulsen, 997 F. Supp. 1380, 1383 (E.D. Wash. 1998) (finding that “non-consensual medical experimentation violates the laws of nations,” but declining to imply the existence of a private right of action for violation of such international law). See generally Wendy K. Mariner, Human Subjects Research, Law, Common Law of Human Experimentation, in 2 Encyclopedia of Ethical, Legal, and Policy Issues in Biotechnology 654 (Thomas H.} and in regulations
governing federally funded research known as the “Common Rule,” and may have constitutional protection. All of these sources support the conclusion that the use of personally identifiable information for research purposes without the subject’s consent violates the subject’s rights.

Some public health advocates resist the idea that surveillance programs involve “research” with human subjects, and instead argue that most, if not all, surveillance constitutes public health “practice.” This argument is based on an analogy to principles of research ethics that distinguish medical research from medical practice, in order to identify which activities are subject to state and federal laws governing research with human subjects.


116 See Federal Policy for the Protection of Human Subjects, 56 Fed. Reg. 28,002 (June 18, 1991). The Common Rule harmonized regulations of more than twenty federal departments and governs human subject research funded by, or submitted to, those departments. See 21 C.F.R. pts. 50, 56 (2006) for the FDA version of the Common Rule, and 45 C.F.R. pt. 46 (2006) for the Department of Health and Human Services version. Most universities, medical centers, and research institutions have executed general assurance agreements with federal agencies, agreeing to apply the Common Rule to all research conducted at the institution, regardless of the source of funding.

117 See United States v. Stanley, 483 U.S. 669, 687 (1987) (Brennan, J., concurring in part and dissenting in part) (suggesting that the Constitution protects a right to human dignity, like that described in the Nuremberg Code, which would prohibit research on humans without the subject’s knowledge and consent); id. at 710 (O’Connor, J., concurring in part and dissenting in part) (same). Both courts and claimants have begun to cite the Nuremberg Code as support for the conclusion that research without subject consent is unlawful. See cases cited supra note 115.

118 See, e.g., 45 C.F.R. § 46.102(f) (2006) (defining a human subject to include “a living individual about whom an investigator . . . conducting research obtains . . . [i]dentifiable private information”).

119 See JAMES G. HODGE, JR. & LAWRENCE O. GOSTIN, COUNCIL OF STATE & TERRITORIAL EPIDEMIOLOGISTS, PUBLIC HEALTH PRACTICE VS. RESEARCH 16 (2004), available at http://www.cste.org/pdffiles/newpdffiles/CSTEPHResRptHodgeFinal5.24.04.pdf; Amy L. Fairchild, Dealing with Humpty Dumpty: Research, Practice, and the Ethics of Public Health Surveillance, 31 J.L. & MED. & ETHICS 615, 617 (2003). Local public health officials are likely to characterize surveillance as practice rather than research because they are the first to receive case reports and conduct outbreak investigations, in contrast to the CDC, which receives reports from state health departments and conducts more long-range analysis that would normally be seen as research.

120 See Belmont Report: Ethical Principles and Guidelines for the Protection of Human Subjects of Research, Report of the National Commission for the Protection of Human Subjects of Biomedical and Behavioral Research, 44 Fed. Reg. 23,192, 23,193 (Apr. 18, 1979) [hereinafter Belmont Report] (“For the most part, the term ‘practice’ refers to interventions that are designed solely to enhance the well-being of an individual patient or client and that have a reasonable expectation of success. The purpose of medical or behavioral practice is to provide diagnosis, preventive treatment or therapy to particular individuals. By contrast, the term ‘research’ designates an activity designed to test an
however, misses the point. By itself, the fact that an activity might be considered “practice” does not mean that participation can be compelled. For example, a physician’s treatment recommendation to her patient is part of medical practice, but this does not mean that the patient must obey it. Although the federal commission and scholars have distinguished medical practice from research, none has repudiated informed consent to medical care. Similarly, the fact that an activity might be considered research does not always mean that it requires consent.\footnote{Some categories of research might justifiably be conducted without consent, such as research using anonymous data and the collection and analysis of vital statistics from birth, marriage, and death certificates. These categories are also not considered to be surveillance, strictly defined. Berkelman et al., supra note 37, at 759.}

The real issue is whether the state may compel the reporting of personally identifying information without first obtaining the person’s consent for a specific purpose. The answer to that question depends not on whether an activity is characterized as “research” or “practice,” but on the scope and limits of the government’s sovereign power and whether compelled disclosure of identifying patient information infringes upon constitutionally protected rights.

Furthermore, the idea that there is some special set of endeavors called public health practice may be an illusion. All government agencies can equally call what they do “practice.” Indeed, the programs and activities that public health officials call practice are precisely the same in kind, if not in subject matter, as those of almost every other government agency, from the Department of Agriculture to the Securities and Exchange Commission. And almost all these agencies also conduct research. The fact that public health can be a government function does not exclude surveillance from constitutional constraints.\footnote{See HODGE & GOSTIN, supra note 119, at 22 (arguing that the states’ police powers “justify virtually any exercise of state or local government to preserve, protect, or promote the public’s health that does not infringe constitutionally protected . . . rights”). Moreover, public health is not limited to government agencies. Private organizations also provide public health services and conduct public health research.}

Law enforcement is also a government function, but that does not authorize the police to obtain information about a person in violation of the Fourth Amendment. Similarly, the fact that reporting to a cancer registry is required by state law does not answer the question of whether the law itself is constitutional.

More far-reaching is the argument that public health surveillance is not research because it is intended to promote the public good in much the same way that standard medical care is intended to personally benefit a patient. Most medical research also is intended to promote the public good. Similarly, virtually all public health programs are intended to benefit the population as a whole, whether by stopping an epidemic or by collecting data that might be
analyzed to identify a risk that might be studied in the future to determine whether it might cause disease. Thus, using intent as a standard would virtually eliminate the rights of research subjects.123

Instead, a more objective standard is necessary to identify what counts as a research activity requiring consent. In this vein, the National Commission for the Protection of Human Subjects of Biomedical and Behavioral Research chose to distinguish research from practice based on how the project is “designed.”124 If a project is designed to obtain generalized knowledge, rather than help an identifiable patient, it is research. In the public health context, this would mean that research includes projects designed to determine the incidence and prevalence of diseases, to identify common risk factors for diseases by analyzing data, and to evaluate the effectiveness of particular preventive or treatment measures by comparing results, as well as other studies aimed at gleaning similarly generalized knowledge.125

Different public health surveillance programs serve very different functions. To complicate matters, the same program can serve a different function at each level of surveillance.126 For instance, some contagious disease programs are designed for outbreak investigation at the first level, while at the second level the data almost exclusively serve research and vital statistics functions. Similarly, newborn genetic screening programs serve to protect newborns from severe treatable conditions on the first level of surveillance, while on the second level serve only a research function. A surveillance program may justifiably collect personally identifiable data at the first level for some purposes and uses, but not others, without patient consent. However, that does not necessarily answer the question of whether such data may then be further disclosed to researchers without first obtaining consent for secondary and tertiary uses.

III. CONSTITUTIONAL PROTECTION OF MEDICAL INFORMATION PRIVACY

The central question is whether there is a right of privacy that prevents the government from obtaining medical information about an individual to be used for various public health surveillance purposes without first obtaining the individual’s consent. States adopt reporting laws, of course, because most recognize common law, if not statutory, rights of privacy and confidentiality in

---

123 See Belmont Report, supra note 120, at 23,193 (rejecting intent as too subjective a standard for distinguishing medical practice from medical research).

124 Id.

125 Recognizing the research components of public health surveillance does not preclude also recognizing some exceptions to the requirements for consent for the development and dissemination of information like vital statistics. However, such activities should be recognized as exceptions to general rules for research, and specifically justified by factual and conceptual arguments that do not depend upon spurious distinctions between research and practice.

126 See supra figure 1.
medical information, which forbid physicians from disclosing patient information and records without consent. Additionally, federal courts of appeal have recognized Fourteenth Amendment protection for a person’s privacy interest in personal medical information and from involuntary disclosure to state and federal agencies.

Unfortunately, this extensive body of case law provides little guidance for determining the justifications for mandatory reporting laws. Such laws have rarely received judicial review. The few U.S. Supreme Court decisions that have addressed the subject have granted state legislatures substantial, but not unlimited, deference. But the Court has yet to consider the constitutionality of modern public health surveillance systems – specifically those that compel disclosure of personally identifiable medical information to allow de-duplication and ensure that such data are accurate enough to be used for research and budget analyses. Indeed, the Court’s decisions have rarely analyzed the actual use of the data to be collected, referring to it generally as

\[\text{127 See, e.g., Hill v. Nat’l Collegiate Athletic Ass’n, 865 P.2d 633, 658 (Cal. 1994) (recognizing an informational privacy interest “in limiting disclosure of confidential information about bodily condition”); Alberts v. Devine, 479 N.E.2d 113, 118-19 (Mass. 1985) (describing a public policy rationale for recognizing a physician’s duty to not disclose medical information without the patient’s consent). See generally DANIEL J. SOLOVE & MARC ROTENBERG, INFORMATION PRIVACY LAW 207-10 (2003). State constitutions also often protect privacy more explicitly than the Federal Constitution. See, e.g., CAL. CONST. art. 1, § 1 (“All people are by nature free and independent and have inalienable rights. Among these are . . . pursuing and obtaining safety, happiness, and privacy.”).}\]

\[\text{128 See, e.g., Doe v. Delie, 257 F.3d 309, 317 (3d Cir. 2001) (holding that prisoners have a constitutional right of privacy in their medical information); Sterling v. Borough of Minersville, 232 F.3d 190, 197 (3d Cir. 2000) (same); Denius v. Dunlap, 209 F.3d 944, 956 (7th Cir. 2000) (stating that the right of confidentiality “clearly covers medical records and communications”); Bartnicki v. Vopper, 200 F.3d 109, 122 (3d Cir. 1999) (recognizing the right “not to have intimate facts concerning one’s life disclosed without one’s consent”), aff’d, 532 U.S. 514 (2001); Doe v. Se. Pa. Transp. Auth., 72 F.3d 1133, 1138 (3d Cir. 1995) (acknowledging a limited constitutional right to privacy in one’s prescription records); A.L.A. v. W. Valley, 26 F.3d 989, 990 (10th Cir. 1994) (“There is no dispute that confidential medical information is entitled to constitutional privacy protection.”); Doe v. City of New York, 15 F.3d 264, 267 (2d Cir. 1994) (“Individuals who are infected with the HIV virus clearly possess a constitutional right to privacy regarding their condition.”); Schall v. Tippecanoe County Sch. Corp., 864 F.2d 1309, 1322 n.19 (7th Cir. 1989) (recognizing “a substantial privacy interest in the confidentiality of medical information”); In re Search Warrant (Sealed), 810 F.2d 67, 71 (3d Cir. 1987) (stating that the constitutionally protected right to privacy encompasses medical records); Trade Waste Mgmt. Ass’n v. Hughey, 780 F.2d 221, 234 (3d Cir. 1985) (recognizing that personal medical history is protected from random government intrusion). But see Doe v. Wigginton, 21 F.3d 733, 740 (6th Cir. 1994) (holding that a prison official’s disclosure of a prisoner’s HIV status to other corrections officers did not violate the prisoner’s constitutional right to privacy); J.P. v. DeSanti, 653 F.2d 1080, 1090 (6th Cir. 1981) (“[T]he Constitution does not encompass a general right to nondisclosure of private information.”).}\]
intended to prevent disease or promote public health. In light of recent challenges to the use of personal medical information for other purposes, however, it is unlikely that such surveillance programs will remain under the radar forever.

In Whalen v. Roe, the Supreme Court upheld a state law requiring any physician who prescribed a Schedule II controlled substance to submit a copy of the prescription to the New York State Department of Health. The petitioners had challenged the law’s requirement that patients’ names and addresses be collected and retained by the state, arguing that it violated their right to privacy as protected by the Fourteenth Amendment. The law was intended to prevent the diversion of drugs into “unlawful channels,” specifically by preventing individuals from obtaining controlled substances from more than one physician or using stolen or altered prescriptions, preventing pharmacists from refilling dangerous prescriptions, and preventing physicians from over-prescribing. If prevention failed, the records would enable investigators to identify – and possibly prosecute – those who were breaking the law. Not surprisingly, the Court found that the goal was reasonable, and that the prescription system “could reasonably be expected to have a deterrent effect on potential violators as well as to aid in the detection or investigation of specific instances of apparent abuse.” The Court noted

129 See, e.g., Nw. Mem’l Hosp. v. Ashcroft, 362 F.3d 923, 932-33 (7th Cir. 2004) (affirming the district court’s decision to quash a Department of Justice subpoena seeking the medical records of patients who had received late-term abortions); Aid for Women v. Foulston, 427 F. Supp. 2d 1093, 1096 (D. Kan. 2006) (permanently enjoining enforcement of the Attorney General’s opinion that physicians must report all consensual underage sexual activity because his opinion was inconsistent with the reporting statute’s language).


131 Id. at 603-04; see also N.Y. PUB. HEALTH LAW §§ 3331(6), 3332(2)(a), 3334(4) (McKinney 2002). Prescriptions were filed with the Bureau of Controlled Substances, Licensing and Evaluation. Schedule II drugs include drugs that have some recognized medical uses, but are also subject to some potential for abuse: opium and its derivatives, cocaine, methadone, amphetaamines, and methaqualone. Whalen, 429 U.S. at 592-93 & n.8.

132 Whalen, 429 U.S. at 598 & n.23. Petitioners claimed that the law violated both their right to informational privacy – by taking their personal information without their consent – and their right to make personal decisions about their own medical care without government interference. Id. at 599-600. They argued that the requirement discouraged physicians from prescribing necessary and appropriate Schedule II drugs, and discouraged patients from accepting treatment with such drugs for fear of being stigmatized. Id. at 595 n.16, 600.

133 Id. at 591-92.

134 Id. at 597-98.

135 Id. at 598 (footnote omitted); see also ACT-UP Triangle v. Comm’n for Health Servs. of N.C., 483 S.E.2d 388, 396 (N.C. 1997) (upholding the state health commission’s decision to end anonymous HIV testing by local health departments and institute confidential reporting of names); cf. N.Y. State Soc’y of Surgeons v. Axelrod, 572 N.E.2d 605, 606-07 (N.Y. 1991) (upholding the Commissioner of Health’s exercise of discretion in refusing to add HIV infection to the list of notifiable diseases “on the ground that . . . it would
that the reporting requirement was not “meaningfully distinguishable from a host of other unpleasant invasions of privacy that are associated with many facets of health care,” comparing it to “reporting requirements relating to venereal disease, child abuse, injuries caused by deadly weapons, and certifications of fetal death.”

Other Supreme Court decisions on reporting laws have focused specifically on abortion recordkeeping where the woman’s name was not reported. In Planned Parenthood of Central Missouri v. Danforth, the Supreme Court upheld a Missouri law that required reporting data on abortions performed in the state:

Recordkeeping and reporting requirements that are reasonably directed to the preservation of maternal health and that properly respect a patient’s confidentiality and privacy are permissible. . . . [O]ne may argue forcefully . . . that the State should not be able to impose any recordkeeping requirements that significantly differ from those imposed with respect to other, and comparable, medical or surgical procedures. We conclude, however, that the [Missouri] provisions . . . , while perhaps approaching impermissible limits, are not constitutionally offensive in themselves. Recordkeeping of this kind, if not abused or overdone, can be useful to the State’s interest in protecting the health of its female citizens, and may be a resource that is relevant to decisions involving medical experience and judgment. The added requirements for confidentiality, with the sole exception for public health officers, . . . assist and persuade us in our determination of the constitutional limits.

Later decisions offer little guidance on how to apply Danforth’s standards. In Planned Parenthood of Southeastern Pennsylvania v. Casey, the Supreme Court upheld a Pennsylvania statute that required all
discourage cooperation of affected individuals and would lead to the loss of confidentiality for those infected with the disease").

Whalen, 429 U.S. at 602.

Id. at 602 n.29. But cf. id. at 607 (Brennan, J., concurring) (“The central storage and easy accessibility of computerized data vastly increase the potential for abuse of that information, and I am not prepared to say that future developments will not demonstrate the necessity of some curb on such technology.”).


Id. at 80-81 (emphasis added) (footnote omitted).

See, e.g., Thornburgh v. Am. Coll. of Obstetricians & Gynecologists, 476 U.S. 747 (1986). In Thornburgh, the Court struck down a Pennsylvania statute requiring physicians to report information about abortion procedures. The information, which would be made available for public inspection, included each woman’s age, race, marital status, and number of prior pregnancies; the date of her last menstrual period; the basis for any determination that the fetus was not viable; and the method of payment – but not the woman’s name or address. See id. at 767-68.

abortions to be reported without the patient’s name. The Court, however, struck down the law’s requirement that the report include a woman’s reasons for not notifying her husband of the abortion, suggesting that the state could not require reporting of information about something that it could not constitutionally require of women in the first place.

The Whalen Court had distinguished the line of cases protecting what it called “the individual interest in avoiding disclosure of personal matters” from those protecting “independence in making certain kinds of important decisions,” such as raising children, marriage, and procreation. Yet, in the abortion cases, the Court seems to have blended the two almost from the beginning. As one appellate court has suggested, “[t]he more intimate or personal the information, the more justified is the expectation that it will not be subject to public scrutiny.” The Supreme Court has recognized that the right to refuse medical treatment may be an aspect of liberty protected by the Fifth and Fourteenth Amendments. And, although it has not expressly addressed non-life-threatening medical decisions, such as diagnostic tests for cancer, diabetes, or HIV, common law protection of patient decision-making autonomy within the privacy of a physician-patient relationship is well

142 Id. at 900. The statute at issue in Casey provided: “For the purpose of promotion of maternal health and life by adding to the sum of medical and public health knowledge through the compilation of relevant data, and to promote the Commonwealth’s interest in protection of the unborn child, a report of each abortion performed shall be made to the department on forms prescribed by it. The report forms shall not identify the individual patient by name . . . .” 18 PA. CONS. STAT. § 3214(a) (1990), quoted in Casey, 505 U.S. at 909-10.

143 Casey, 505 U.S. at 901.

144 Whalen, 429 U.S. at 599-600.


146 See Loving v. Virginia, 388 U.S. 1, 12 (1967).


148 Walls v. City of Petersburg, 895 F.2d 188, 192 (4th Cir. 1990); see also Sheets v. Salt Lake County, 45 F.3d 1383, 1387 (10th Cir. 1995) (“If an individual has a legitimate expectation of confidentiality, then ‘[d]isclosure of such information must advance a compelling state interest which, in addition, must be accomplished in the least intrusive manner.’” (alteration in original) (quoting Mangels v. Pena, 789 F.2d 836, 839 (10th Cir. 1986))); Fraternal Order of Police, Lodge No. 5 v. City of Phila., 812 F.2d 105, 110 (3d Cir. 1987) (“Most circuits appear to apply an ‘intermediate standard of review’ for the majority of confidentiality violations, with a compelling interest analysis reserved for ‘severe intrusions’ on confidentiality.’” (citations omitted))).

149 See Cruzan v. Dir., Mo. Dep’t of Health, 497 U.S. 261, 278 (1990); see also Vacco v. Quill, 521 U.S. 793, 797 (1997) (holding that New York’s prohibition on assisting suicide does not violate the Equal Protection Clause, even though patients have a constitutional right to refuse lifesaving medical treatment).
settled.\footnote{See \textit{Cruzan}, 497 U.S. at 269-73. \textit{See generally} GEORGE J. ANNAS, \textit{THE RIGHTS OF PATIENTS} 246-72 (3d ed. 2004).} Reporting laws that could deter patients from making diagnostic or treatment decisions may deserve more searching analysis.

A few recent lower court decisions suggest that a more searching analysis might be forthcoming, one that demands a closer fit between the government’s interest and the value of the information sought. In 2004, the Ninth Circuit Court of Appeals found that several provisions of Arizona’s abortion law violated patients’ informational privacy rights by requiring providers to release identifiable patient records unnecessarily.\footnote{Tucson Woman’s Clinic v. Eden, 379 F.3d 531, 553 (9th Cir. 2004).} The law allowed the state Department of Health Services to “access unredacted patient medical records and retain copies in their offices,” and required providers to submit copies of ultrasound prints to a private contractor.\footnote{Id. at 551.} Following its earlier decisions, the court found that “[e]ven if a law adequately protects against public disclosure of a patient’s private information, it may still violate informational privacy rights if an unbounded, large number of government employees have access to the information.”\footnote{Id. at 551-52.} Because the provision had no safeguards to prevent the release of identifiable information to “government employees who [had] no need for the information,”\footnote{Id. at 552.} and because “there [was] little, if any, need for much of [the] information, such as the names and addresses of patients,”\footnote{Id.} the court concluded that the regulation violated the informational privacy rights of the patients.\footnote{Id. at 553.} The court also reasoned that the goal of monitoring clinic compliance with laws governing clinic licensure and abortion restrictions “could easily be satisfied using a coding system to track records without the release of patient identifying information.”\footnote{Id. at 553.} “Finally,” it concluded, “while the public interest involved – promoting health and safety – is of course a strong one, we fail to see how insisting on unredacted materials promotes this need.”\footnote{Id.} This decision suggests that at least some judges may be unwilling to
uphold the release of identifiable medical information without a more particularized need.\textsuperscript{159}

IV. WHAT DOES PUBLIC HEALTH JUSTIFY?

The preceding discussion argued that cases like \textit{Whalen} and \textit{Danforth} do not answer the question of whether the state has the power to compel the reporting of identifiable medical information for modern public health surveillance uses. While the Supreme Court has granted considerable deference to legislative determinations of the need for mandatory reporting, it has not considered data uses far removed – both in time and function – from immediate investigations where the information contained names. Particularly unsettled in that context are both the characterization of the right to privacy in one’s personal medical information and the standard of review to be applied in evaluating laws compelling disclosure.

This part outlines possible options for reviewing modern public health surveillance reporting laws. Section A explores why standards for reviewing specific requests for records pursuant to subpoena are inapposite. Section B then critiques the use of the government’s interest in an undefined concept of public health as a goal justifying mandatory reporting, while Section C argues for a more robust concept of medical information privacy. Section D explains why these constitutional principles assume particular importance where federal funding influences the substance of state reporting laws.

A. Unanswered Questions

As seen in both \textit{Whalen} and the line of abortion decisions, courts typically balance the government’s interest in information with an individual’s interest in preventing its release. Most decisions outside the context of reporting laws have also considered the following factors, described in \textit{United States v. Westinghouse Electric Corp.}:

- the type of record requested, the information it does or might contain, the potential for harm in any subsequent nonconsensual disclosure, the injury from disclosure to the relationship in which the record was generated, the adequacy of safeguards to prevent unauthorized disclosure, the degree of need for access, and whether there is an express statutory mandate, articulated public policy, or other recognizable public interest militating toward access.\textsuperscript{160}

\textsuperscript{159} See also Planned Parenthood of S. Ariz. v. Lawall, 307 F.3d 783, 794 (9th Cir. 2002) (Ferguson, J., dissenting) (“[I]t is not only disclosure that is prohibited. It is intrusion itself. . . . Simple curiosity or suspicion, the need to keep statistics, or the mere performance of government work is not enough to justify the intrusion permitted by the Arizona statute. The state must show a particularized, legitimate government need.”).

\textsuperscript{160} United States v. Westinghouse Elec. Corp., 638 F.2d 570, 578 (3d Cir. 1980).
However, there is little explicit discussion of whether all the Westinghouse factors should be considered or what weight each should bear. In the absence of a more structured weighting system, the test can devolve into a framework for rationalizing decisions based on other grounds.

Westinghouse applied this test not to a reporting law, but to a petition by the National Institute for Occupational Safety and Health (NIOSH) to enforce its subpoena for employee medical records.\textsuperscript{161} NIOSH sought the records from Westinghouse as part of an investigation into the possible workplace exposure of company employees to hexahydrophthalic anhydride.\textsuperscript{162} Both the facts and procedural posture in Westinghouse make it an improbable precedent for a general public health exception to privacy.\textsuperscript{163} NIOSH was responding to an employee request for an investigation into the cause of employee health problems. It made a one-time request for records of specific employees, which Westinghouse could and did contest.\textsuperscript{164}

To evaluate an ongoing requirement for reporting patient information in the absence of any immediate investigatory need, more specific issues should be considered:

1. whether the information is personally identifiable (contains personal information sufficient to identify the individual whose information it is);
2. whether the information is collected with or without the person’s consent;
3. what present or future uses will be made of the information;
4. whether subsequent uses will be with or without the person’s consent;

\textsuperscript{161} Statutes authorizing agencies to subpoena medical records for certain investigations, such as medical licensure violations, are distinct from general reporting laws. The subpoena power granted to many public agencies poses a lesser risk, primarily because those affected have an opportunity to challenge the subpoena and receive a judicial hearing. \textit{See, e.g.}, Schachter v. Whalen, 581 F.2d 35, 36-37 (2d Cir. 1978) (upholding the statutory power of a state medical licensure board to subpoena records of patients treated with laetrile or MA-7 by a particular physician as part of its investigation of the physician’s professional conduct).

\textsuperscript{162}\textit{Westinghouse}, 638 F.2d at 572.

\textsuperscript{163} The majority of decisions referencing the Westinghouse factors involve demands to review information about particular individuals, such as applicants for employment. \textit{See, e.g.}, Weissberg v. Riverside Twp. Bd. of Educ., 180 F. App’x 357, 365 (3d Cir. 2006). \textit{But see} Sterling v. Borough of Minersville, 232 F.3d 190, 195 (3d Cir. 2000) (“We cautioned, however, that the right [in Westinghouse] is not absolute. Public health or like public concerns may justify access to information an individual may desire to remain confidential.”).

\textsuperscript{164}\textit{Westinghouse}, 638 F.2d at 573.
(5) whether the information will be combined or linked with information from other sources to create new information;
(6) whether the combined or linked information makes it possible to identify individuals;
(7) whether the information will be disclosed by the recipient to third parties;
(8) whether the information will be re-disclosed by the third parties to fourth and fifth parties;
(9) whether the information will be kept secure and inaccessible to anyone without authorization to view it;
(10) whether the information will be kept or destroyed after use by each user;
(11) whether the information will be kept confidential by those authorized to view it; and
(12) whether there is an enforceable (statutory or contractual) duty to keep the information secure and confidential on the part of all parties (recipient, third parties, etc.).

The first question – whether the information is identifiable – is a threshold matter in reviewing any government access to information. As suggested by the sixth factor, however, even information that excludes individual names may be individually identifiable. Given the increasing linkages among government databases, the protection of initial anonymity is diminishing.

B. Ultimate Goals and Immediate Functions

Any attempt to specify principles for determining justifiable invasions of privacy runs into the problem of defining public health purposes. Most judicial opinions in cases challenging government demands for personal information perpetuate, rather than clarify, this threshold definitional problem.

165 Protection against revealing identities may prove increasingly difficult to maintain. See Latanya Sweeney, Maintaining Patient Confidentiality When Sharing Medical Data Requires a Symbiotic Relationship Between Technology and Policy 3-15 (MIT Artificial Intelligence Lab., Working Paper No. AIWP-WP344b, 1997), available at http://privacy.cs.cmu.edu/dataprivacy/projects/law/aiwp.pdf (comparing various methods intended to de-identify medical record data, and describing ways to identify individuals with limited information, such as birth date and zip code). It is even possible to identify the addresses of patients represented only by black dots on a map. John S. Brownstein et al., Correspondence, No Place To Hide – Reverse Identification of Patients from Published Maps, 355 NEW ENG. J. MED. 1741, 1741-42 (2006) (selecting nineteen medical journal articles that contained “maps with the addresses of patients plotted as individuals dots,” and determining the precise address of 432 of the 550 patients plotted on those maps).

166 See discussion supra Part II.
Courts either fail to specify what they mean by public health, or seem to have an understanding that is different from what is intended by public health agencies. While a judge may be thinking of outbreak investigation, public health agencies may have in mind the longer-term goal of using data in a research study to find a cure for cancer.

Compounding the possible misunderstanding, courts in cases like *Whalen* and *Danforth* have limited their analyses to the justification for the initial collection of information – the first level of surveillance. The laws at issue in these first generation cases did not contemplate secondary or tertiary reporting; courts had no need to consider re-disclosures other than accidental or negligent breaches of confidentiality at the first level. Yet it is the subsequent release of information to other public agencies and private entities that dominates the structure of many current surveillance programs. Moreover, a program’s function can and often does change from level to level. If the different surveillance levels are not viewed independently, the public health purpose of the first level of reporting may be conflated with the ultimate use of the data. The concept of public health as a legitimate government goal is either emptied of meaningful substance or stuffed with all visions of the general welfare. Neither result serves us well.

Continued reliance on a broad, undefined concept of public health offers no principled way to distinguish between essential responses to immediate threats and unnecessary, compelled participation in research.\(^\text{167}\) It perpetuates a highly utilitarian view of personhood, in which autonomy and privacy can be sacrificed whenever they prove inefficient.\(^\text{168}\) The public health would undoubtedly improve if all Americans were required to obey their physicians’ recommendations, eat a healthier diet, or exercise more. Required submission to clinical research might also serve the public good by facilitating the discovery of new medicines or ways to improve the quality of life. But if mandatory submission to research and medical care seems unsettling, it might...


\(^{168}\) See, e.g., Richard A. Posner, *The Right of Privacy*, 12 GA. L. REV. 393, 409 (1978) (offering an economic analysis of privacy rights). The many statutes enacted to protect the privacy of information since the early 1970s, however, suggest that society may value information privacy more than rational economic analysis would predict. Moreover, on the bench, Judge Posner has expressed a more sympathetic view of privacy rights. *See Nw. Mem’l Hosp. v. Ashcroft*, 362 F.3d 923, 932-33 (7th Cir. 2004) (protecting the privacy of medical records requested for use in challenging the constitutionality of the Partial-Birth Abortion Ban Act).
suggest that such a notion of public health is too vague to justify broad constraints on personal liberty.

A more rigorous approach to balancing government and individual interests might be accomplished by abandoning vague characterizations of the government’s interest, like public health, and substituting the government’s actual intended use of information at each level of surveillance. The distortions currently permitted by vague terminology on both sides of the balancing test might be mitigated by more precise definitions of the interests to be weighed and by assigning realistic present values to those interests, in a manner analogous to decision analysis. For example, if the goal is to protect newborns from developmental disabilities by providing immediate treatment, the outcome is both clear and immediate and its value is high. If the goal is to count how many people have a disease, the outcome is clear, but its present value is low. If the goal is to improve longevity by seeing how many people are exposed to a risk and then taking steps to prevent that risk, the outcome is speculative and the present value is very low. Long-term public health goals are highly contingent; they depend upon positive outcomes from a series of future steps. One may need to collect data, analyze and compare results, develop preventive recommendations, obtain funding, implement recommendations, wait for results, and evaluate results to determine whether recommendations worked or why they failed.

Once the goal and outcome are specified, the need for individually identifiable information to achieve that goal is easier to assess. Certain goals, such as outbreak investigation, may demonstrate an actual or at least plausible need for identifiable information at the first surveillance level. The need for names and other identifiable information may diminish significantly at secondary and tertiary levels, depending on the specific goal and outcome intended at that level. For example, names may be needed to investigate the possibility of an outbreak of avian influenza, but unnecessary to prepare reports to federal agencies for the purpose of compiling disease statistics. This secondary goal would have a low present value that would not outweigh an individual’s right to refuse the reporting of identifiable information at that level of surveillance. Some secondary and tertiary research functions, however, may reasonably require identifiable information. However, those functions would require additional balancing against the individual’s right to decide whether to participate in research at the time of use; secondary and tertiary goals should not be conflated with, or justified by, initial goals.

Using the actual goal and its present value allows a balancing test that compares the current benefits to public health with the current costs to individuals. The Supreme Court appeared to support this approach when it warned that government programs should not rely on long-range health goals to justify the reporting of identifiable medical information without patient
This test, for example, would support the reporting of adverse drug reactions to the FDA because an immediate response, such as removing drugs from the market or halting a clinical research trial, may be needed to prevent or limit actual harm to patients or research subjects. It would also support traditional contagious disease reporting laws targeted at outbreak investigation and epidemic containment – but it would not support laws related to diseases or conditions requiring no immediate response (unless no individually identifiable information were collected). Further, it would not support the collection of any personally identifiable information solely for the purpose of eliminating duplicates to obtain more precise numerical estimates.

A balancing test requiring specific data uses is also less likely to permit surveillance programs based on mandatory chronic disease case reports to cancer registries. To the extent that the actual use of identifiable information in such reports is to generate scientific hypotheses for research or to conduct research studies, it is indistinguishable from ordinary research requiring the patient’s consent. Similarly, mandatory newborn screening programs for genetic conditions that cannot be treated have no immediate present value beyond research and would be difficult to justify.

These suggested outcomes reveal weaknesses in current assumptions about the legitimacy of mandatory public health surveillance reporting laws. A more rigorous approach to reviewing such laws may be more consistent with current public opinion about medical privacy. As the federal government encourages

---

169 See Ferguson v. City of Charleston, 532 U.S. 67, 82-83 (2001) (“While the ultimate goal of the program may well have been to get the women in question into substance abuse treatment and off of drugs, the immediate objective of the searches was to generate evidence for law enforcement purposes in order to reach that goal.”).

170 This is also consistent with the holding in Whalen, where the defendant used prescription drug records to investigate possible crimes. See supra note 135 and accompanying text.

171 The use of case reports to obtain an accurate count of all cases of disease has disadvantages. The most salient is that it cannot count people who are not in medical care, because it relies on health providers and laboratories to submit all reports. See COMM. ON THE RYAN WHITE CARE ACT: DATA FOR RES. ALLOCATION, PLANNING & EVALUATION, INST. OF MED., MEASURING WHAT MATTERS 80 (2004), available at http://www.nap.edu/catalog/10855.html.

172 The CDC states that “[c]ancer surveillance is essential to a unified, scientific and public health approach to cancer prevention and control.” NPCR-CSS, supra note 98. Although presented as a premise, the CDC’s statement is a conclusion, and the evidence for it is not provided. Assuming it is correct, however, it does not answer the question of whether surveillance requires the use of case reports or whether it requires patient consent. Cancer registries remain a repository for data that, without more, cannot prevent or control cancer. See generally Bruce K. Armstrong, Perspective: The Role of the Cancer Registry in Cancer Control, 3 CANCER CAUSES & CONTROL 569 (1992).

173 A more difficult question is whether the fact that technology makes it easier and cheaper to screen for many conditions simultaneously rather than separately warrants including the untreatable conditions in a mandatory program.
combing databases of all kinds to find terrorists, the public may become increasingly concerned about both the immediate need for and ultimate use of surveillance data. Finally, continued trust in the medical profession may be seriously eroded if patients fear that their personal information will be disseminated far beyond their original expectations.\(^{174}\)

C. Privacy and Human Rights

In contrast to the broad, future-oriented ideas of public health they embrace, first generation cases like *Whalen* sometimes treat patient privacy as narrow and concrete. Under this approach, highly speculative benefits could be accepted as legitimate reasons to override patient consent. At the same time, costs to the patient must often be both probable and substantial, often in the form of financial loss, in order to weigh in the balance. Even if public health goals are more specifically identified, the definition of privacy in one’s medical information may also require more precision in order to achieve meaningful balance.

Like public health, the concept of privacy can be fraught with ambiguity and possibilities for expansion. Privacy is often understood to mean an individual’s right to control access to information about herself.\(^{175}\) Yet the literature contains ample acknowledgement that this is hardly sufficient to explain the many, sometimes contradictory, facets of privacy, much less its exceptions.\(^{176}\) Certainly the Supreme Court has yet to define the whole of its scope and limits.


\(^{175}\) See Alan F. Westin, *Privacy and Freedom* 7 (1967) (“Privacy is the claim of individuals, groups, or institutions to determine for themselves when, how, and to what extent information about them is communicated to others.”); Geoffrey R. Stone, *The Scope of the Fourth Amendment: Privacy and the Police Use of Spies, Secret Agents, and Informers*, 1976 Am. B. Found. Res. J. 1193, 1207 (describing the right to privacy as a person’s right “to control the flow of information about him”).

\(^{176}\) See, e.g., Charles Fried, *An Anatomy of Values: Problems of Personal and Social Choice* 142 (1970) (arguing that privacy is necessary to the values of love, friendship, and trust, which require intimacy and sharing private information); Privacy Prot. Study Comm’n, *Personal Privacy in an Information Society* 21 (1977) (stating that privacy can be both “a societal value and . . . an individual interest”); Jeffrey Rosen, *The Unwanted Gaze: The Destruction of Privacy in America* 200-12 (2000) (describing privacy as a means to avoid being judged unfairly on isolated bits of data, a retreat to permit personal identity growth, and protection against offenses to one’s dignity); Ken Gormley, *One Hundred Years of Privacy*, 1992 Wis. L. Rev. 1335, 1340 (arguing that legal privacy consists of five interrelated species); Robert C. Post, *Three Concepts of Privacy*, 89 Geo. L.J. 2087, 2087 (2001) (“Privacy is a value so complex, so entangled in competing and contradictory dimensions, so engorged with various and distinct meanings, that I sometimes despair whether it can be usefully addressed at all.”); William L. Prosser,
Even in the absence of consensus on the overall concept, however, it is still both possible and defensible to treat personal medical information privacy as a specific aspect of privacy for the purpose of examining when that information is justifiably subject to involuntary disclosure — and re-disclosure — to government. The analysis of the concept of privacy for purposes of public health surveillance should be limited to information, from whatever source, about an identifiable individual’s health status, medical care, genetic characteristics, personal behavior, or exposure to health risks.

The Supreme Court has referred to information privacy in part as “‘the individual interest in avoiding disclosure of personal matters.’” This “disclosure” can take several forms. The first and most commonly thought of is disclosure to the public, in the form of deliberate or negligent publication of personal facts to society at large. This is the type of injury that impelled Warren and Brandeis to argue for a right to privacy. However, it is probably the least likely harm to individuals whose information is reported to a public health surveillance program.

The second form of disclosure, and the primary focus of this discussion, is the compulsory revelation or transmission to a government agency. As emphasized by several judges in the abortion cases discussed above, this form of disclosure is more accurately characterized as a possible invasion of privacy, because, metaphorically at least, the government forces its way into one’s personal space to extract information that a person wishes to keep secret. This form of disclosure/invasion takes place at each level of surveillance. While concern for deliberate or negligent revelations to the public at large may exist with respect to any collection of information, including information voluntarily disclosed, it is likely that the core concern of information privacy is with invasions of privacy in which the government obtains personal information without consent.

---

*Privacy,* 48 Cal. L. Rev. 383, 389 (1960) (“The law of privacy comprises four distinct kinds of invasion of four different interests of the plaintiff, which are tied together by the common name, but otherwise have almost nothing in common except that each represents an interference with the right of the plaintiff, in the phrase coined by Judge Cooley, ‘to be let alone.’” (footnote omitted)); Daniel J. Solove, *Conceptualizing Privacy*, 90 Cal. L. Rev. 1087, 1126-29 (2002) (arguing that privacy can best be conceptualized not by isolating its essential characteristics, but rather by examining the various specific contexts in which it plays a role).


179 See Nw. Mem’l Hosp. v. Ashcroft, 362 F.3d 923, 929 (7th Cir. 2004) (“Even if there were no possibility that a patient’s identity might be learned from a redacted medical record, there would be an invasion of privacy.”).
The concept of privacy attached to one’s personal information seems to include, at its essence, a sense of autonomy and self-determination – not just physical control over papers or computer files. Unlike other forms of property, the information has value because of what it reveals about a person. Loss of personal information can seem as much a violation of a person’s dignity as a physical invasion of the body. In this respect, privacy protects one’s sense of self. When government has the power to take that personal knowledge, it invades that sense of self. This may be why the violation of privacy often provokes feelings of outrage, even when the facts acquired are not embarrassing. An invasion of privacy violates one’s dignity, even if it fails to produce economic injury. Yet courts have failed to frame this aspect of privacy as a cognizable cause of action.

Even though not everyone would agree on what types of information would be embarrassing if revealed, the central issue is whether that choice is theirs to make. If we conclude that the information should be revealed because a majority of people don’t care, we dispense with the principle that everyone has prima facie control over the choice of revelation. That is not an especially persuasive argument against requiring consent, and it fails to consider whether revelation should be a matter of personal or social choice. Even where there is a persuasive argument for social choice, the question remains whether that choice should be made through legislation or by some other more stringent mechanism, such as obtaining a warrant based on probable cause.

Changes in social and cultural norms are often reflected in debates over privacy. Alan Westin argues that privacy protects conduct that is consistent with social norms. Socially accepted behaviors are typically relegated by consensus to the sphere of private life and personal choice, whereas socially unacceptable conduct is labeled a matter of public concern that should not be left to personal choice. To be sure, consensus does not mean unanimity, and different sectors of society often revisit and revise the social norms according to their personal and political philosophies. The most wrenching debates

---


181 Galison and Minow make a related argument that privacy “takes its significance from its association with a widely (but not universally) shared notion of self.” Peter Galison & Martha Minow, Our Privacy, Ourselves in the Age of Technological Intrusions, in Human Rights in the ‘War on Terror,’ supra note 8, at 258, 284.


183 For example, contraception, once the subject of criminal prohibition, is generally considered a matter for personal choice without public or government interference. See id. at 438; see also James A. Morone, Morality, Politics, and Health Policy, in Policy Challenges in Modern Health Care 13, 14 (David Mechanic et al. eds., 2005).
undoubtedly take place as people begin to shift their perceptions of specific behaviors from unacceptable to acceptable or the reverse.

The expanding concept of public health suggests that we may currently be experiencing a shift in perceptions about the social legitimacy of health status. Contemporary debates over illicit drugs, tobacco, alcohol, and now obesity and “fitness” suggest that these behaviors and conditions are moving from the sphere of personal choice to that of public interest. This trend contrasts with the transition of many earlier behaviors, such as the use of contraception, from public to private status. The emotion revealed in the current debates also suggests that people whose lifestyles or health statuses are targeted recognize that they are prospective subjects of public scrutiny and perhaps eventually regulation. The more that certain behaviors or conditions are viewed as affecting the public – or public health – the more likely it is that the government will claim an interest in access to personal information about those behaviors and conditions. For this reason, the government’s claim to information can appear to be especially threatening to a person’s sense of self.

This all suggests that the Supreme Court’s separation of privacy into distinct areas of self-determination and information, while on the surface a seemingly logical and generally accepted distinction, may miss the central importance of information privacy. Information reveals past decisions, actions, risks, or consequences that define who an individual is. Thus, government control over the decision to reveal such information is more like the abortion decision than is conventionally thought.

One argument against this concept of information privacy is that individuals should not necessarily be entitled to control all information about themselves, even to protect their own dignity. For example, a convicted criminal is not able to prevent the fact of his or her conviction from becoming a matter of public record (not to mention front-page news, depending on the notoriety of the case). The idea that one should be able to define himself can conflict both with the fact that no one can wholly control what others really think and with the value placed on truth. The idea that one should be able to control information about oneself, then, states the claim too broadly. The most salient question becomes: What is relevant information to which society may legitimately claim entitlement? Refined for purposes of surveillance, the question becomes: What is relevant identifiable information that the government may legitimately obtain without consent?

Both the government’s claim of entitlement to information and the individual’s claim of entitlement to control (or withhold) information seem more or less compelling depending upon the content of the information. Information about one’s health status, however, seems an easy case for personal control. Even when a patient voluntarily gives the information to a physician, it remains secreted within a confidential relationship that is protected by public policy and law. Information in medical records is not part of a public repository, and it should not be treated as though it were an effort-
Consent to medical care cannot realistically be presumed to include consent to any and all uses of identifiable information by the state (or private parties). There are circumstances in which the government may demonstrate a real and immediate need for medical information to accomplish an important health goal. The Whalen court suggested that laws requiring the reporting of child abuse, for example, leave patients with a lesser expectation of privacy in their medical records. A closer analysis might reveal, however, that it is not that the patient’s expectation of privacy is lessened in such instances, but that the government’s demonstration of need for specific information in specific circumstances overwhelms the expectation of privacy. If patient expectations of privacy are deemed to be lessened by the existence of reporting laws, then there is little basis for challenging the laws themselves. By carving out so many broad exceptions to privacy to accommodate public health surveillance, courts may leave medical privacy too tattered to endure.

In this regard, the International Bill of Human Rights offers a relevant principle. Article 4 of the International Covenant on Economic, Social and Cultural Rights recognizes that at times states may need to restrict some human rights in order to protect other human rights. For example, restrictions on

---

184 In Pierce County, Washington v. Guillen, 537 U.S. 129 (2003), a unanimous Court noted that data compiled by state highway departments for the purpose of applying for federal funds should not be used as an “effort-free tool” in litigation against the state. See id. at 146. Although the case concerned the meaning of the state’s statutory evidentiary privilege, the Court’s opinion stressed that the data collected by the state should not be accessible to third parties unless they were otherwise entitled to obtain the information from the state for independent reasons. See id.

185 Surveys of public opinion on privacy are notoriously unreliable, largely because how the questions are framed can influence responses. Nonetheless, there is considerable evidence of public support for medical record privacy. See supra note 50 and accompanying text; see also Standards for Privacy of Individually Identifiable Health Information, Background, 65 Fed. Reg. 82,462, 82,463 (2000) (summarizing testimony presented during a hearing on a proposed HIPAA rule in favor of increased protection for medical records).


187 See Galison & Minow, supra note 181, at 261 (“Without deliberate effort, a downward spiral can become a vicious circle, eroding privacy through legal permission, technological access to unprecedented amounts of personal information, and diminishing public expectations of privacy.”).


personal liberty may be necessary to isolate a person with a dangerous contagious disease who threatens to spread it to others. Additionally, access to personal information could be justified by a compelling need to identify terrorists. However, such restrictions remain carefully bounded exceptions to the general obligation to protect liberty and privacy. The U.N. Committee on Economic, Social and Cultural Rights explained the limited reach of this exception as follows:

Issues of public health are sometimes used by States as grounds for limiting the exercise of other fundamental rights. The Committee wishes to emphasize that the Covenant’s limitation clause, article 4, is primarily intended to protect the rights of individuals rather than to permit the imposition of limitations by States. Consequently, a State party which, for example, restricts the movement of, or incarcerates, persons with transmissible diseases has the burden of justifying such serious measures in relation to each of the elements identified in article 4. Such restrictions must be in accordance with the law, including international human rights standards, compatible with the nature of the rights protected by the Covenant, in the interest of legitimate aims pursued, and strictly necessary for the promotion of the general welfare in a democratic society.

This is, in essence, a rule against pretexts. The Committee’s explanation offers a reminder that any limitation on liberty and privacy requires demonstration that it actually contributes to preserving human rights, serves a real purpose, and is “strictly necessary for the promotion of the general welfare in a democratic society.” This reminder argues in favor of ensuring that intrusions on medical privacy are not casually accepted for speculative long-range goals. In particular, it supports the idea that general assertions of public health goals cannot justify overriding individual rights to refuse medical care or participation in research.

D. Reporting Conditions for Federally Funded Programs

Even if states adopted a more rigorous balancing test that weighed the present value of a specific health goal against the value of medical information privacy, it is still possible that public health surveillance programs would nonetheless continue their mission creep. The impetus for many state
reporting laws increasingly comes from federal agencies seeking data from state and local agencies. Many state public health surveillance programs depend on federal funding for their operation, and federal funding increasingly comes with strings attached. Some, like HIV surveillance and CDC cancer registry programs, condition funding on submitting reports to the federal agency and complying with federal agency standards for the kind and amount of information that must be reported. States that wish to create or continue a surveillance program may feel pressure to enact laws that require detailed case reporting of medical conditions, regardless of the merits of either the law or the reporting system. In effect, such laws require providers to report to the state identifiable information about their patients simply because the state has agreed to send that information to a federal agency.

Of course, state laws enacted under such circumstances might be challenged as violating medical privacy for the reasons discussed above. However, a successful challenge could leave the state with little or no funding to conduct needed surveillance in a constitutionally justifiable manner. Only a successful challenge to the federal funding law or an agency’s implementing regulations could alter the state’s financial situation. Such a challenge would undoubtedly face significant obstacles in light of the generally deferential review that the Supreme Court has given to the exercise of Congress’ spending power. Despite some judicial and scholarly arguments for a more robust application of the requirement that a funding condition must advance the federal government’s interest underlying the federal law authorizing the spending, the Court has not yet attempted a reconsideration of its conception of the
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192 The Ryan White CARE Act may place additional financial pressure on states that seek funding for HIV and AIDS treatment programs. Pursuant to the Act, Department of Health and Human Services funding is distributed according to an allocation formula based on the estimated number of cases in an area, “as indicated by the number of cases reported to and confirmed by” the CDC. 42 U.S.C. § 300ff-28(a)(2) (2000); see also supra note 38 and accompanying text. The statute does not require any state to report to the CDC. Nor does it specify what form any voluntary reports should take. Nevertheless, the CDC interprets its mandate to “confirm” cases (together, perhaps, with its conditions on separate funding for state surveillance programs) as allowing it to insist that states submit data from case reporting systems that themselves require reporting patient names to the state health department. Since states must enact legislation to compel named reporting, the effect is to pressure states to enact mandatory named reporting laws in order to obtain funding, not for surveillance, but for AIDS treatment programs.


spending power. In practice, this may mean that conditions on spending are likely to be upheld unless they would require the state to take action that would itself be unconstitutional. However, if the Court were to recognize a more searching analysis of mandatory reporting laws and find those compelling the reporting of personally identifiable information for general research purposes to be beyond the power of the states, then constitutional protection for medical privacy might present an independent constitutional bar.

**CONCLUSION**

The parallel growth of information technology, chronic diseases, and public health programs has transformed the function of disease surveillance. Public health surveillance provides databases for outbreak investigation, medical care, and research of all kinds. In a post–September 11 world, where epidemics are both rare and terrifying, emergency preparedness has encouraged more expansive public health surveillance programs with links to multiple independent sources of information. Public health’s contribution to reducing premature death and illness should not be underestimated. Yet, like the public reaction to terrorism surveillance, both the public and the judiciary may worry that some calls to sacrifice personal privacy go too far.

If public health, writ large, is a sufficient public purpose to justify compelled disclosures of identifiable medical information, then it may be sufficient to justify the compelled disclosure of personal information for other equally grand, non-health, purposes. It may also be sufficient to justify limiting the liberty to consent to or refuse medical care and participation in research. If, on the other hand, public health does not justify the use of personally identifiable medical information for purposes beyond immediate outbreak investigation, then many mandatory reporting laws are vulnerable to challenge.

Public health encompasses so many functions and activities that far more specificity is needed to begin to analyze exactly what kind of public health purposes are sufficient to override an individual’s right to keep personal information private. Whalen’s first generation balancing test fails to offer an

---

195 Although a state might argue that it was compelled to accept the condition because of its need for funding, this type of financial pressure has not yet been viewed as pressure that “‘turns into compulsion.’” *Dole*, 483 U.S. at 211 (quoting *Steward Mach. Co. v. Davis*, 301 U.S. 548, 590 (1937)); see also Michael T. Gibson, *Congressional Authority To Induce Waivers of State Sovereign Immunity: The Conditional Spending Power (and Beyond)*, 29 HASTINGS CONST. L.Q. 439, 440 (2002).

196 Separate issues are whether a state would be willing to challenge a federal funding law at all and, if not, whether individuals would have standing to do so. In a footnote in *Pierce County, Wash. v. Guillen*, 537 U.S. 129 (2003), the Supreme Court declined to consider “whether private plaintiffs have standing to assert ‘states’ rights’ under the Tenth Amendment where their States’ legislative and executive branches expressly approve and accept the benefits and terms of the federal statute in question.” *Id.* at 148 n.10.
adequate limiting principle for modern public health surveillance, especially with respect to secondary and tertiary uses of data. When an undefined public good is balanced against one person’s immediate, concrete harm, there is little opportunity to seriously evaluate the merits of any possible invasion of privacy. The deck is stacked before the game begins.

A more searching analysis – one that balances the present value of the particular information to achieve specific public health functions against the dignitary cost of invading privacy – may better align basic constitutional principles with the real world of public health today. A limiting principle based on the International Bill of Rights may retain the value of public health surveillance for the common good without sacrificing the value of patient privacy. It may also help to assure the public that their dignity as well as their privacy will not be violated without justification.